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3. Introduction – Study Fundament 

As described in the Description of Work SecurePart document, it was expected that the project 

suggests permanent institutional set-ups for CSO-participation. The project has considered from the 

beginning that the envisaged engagement and empowerment and strengthening of influence of Civil 

Society Organizations (CSOs) and the civil society in general, should not take place in an ad hoc, 

opportunistic manner, but take up in a permanent and institutionalized form.  

Drawing from the results of the interactive workshops and labs enacted in the course of the project, 

SecurePART has envisaged bigger picture than expected at the project definition moment. In order 

to suggest a platform explicitly led by CSOs, as a way to ensure their meaningful participation to the 

definition of research agendas (in key domains of security research), this study will allow to have an 

overview of existing set ups under the definition of Multi stakeholders Exchange Platform engaging 

CSOs as a relevant stakeholder. 

From October 2015 to February 2016, with the assistance of consortium partners, in the frame of 

the WP5, efforts of T5.5 has been concentrated in developing a reliable study about existing Multi 

stakeholder Exchange Platforms involving CSOs in EU.   

This study has examined existing set ups in EU for Security Research and institutional and 

organizational possibilities outside Security Research field, which could be imported to Security 

Research as reference of CSO involvement. In this regard the study has analyzed the Mobilization 

and Mutual Learning EU projects (precedent and ongoing projects). 

It is expected that this study will help on the identification of potential existing set ups as reference 

models; will Identify formats that are most promising for establishing mutual exchange with CSOs 

in the context of security research is because of that we analyzed MML (Mobilization and Mutual 

Learning EU projects); and will give us the possibility to suggest tentative key points to be considered 

when design a platform in SR. 

The main aims of the study are to identify existing Multi stakeholder Exchange platforms in EU 

involving CSO and determinate how permanent and influence they are. Examined institutional and 

organizational possibilities outside for SR to identify transferable “good practices" which could be 

imported to Security Research as models of CSO involvement process. And finally suggest key 

aspects to guarantee involvement of CSO in this kind of Multi stakeholder Exchange Platforms. 
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4. Scope Description 

After a comprehensive desk research on existing set ups related with the field of security research 

on national and international level, we have found very infrequently existing set up in the core field 

of security research.  

¶ Geographical Scope – An EU overview has been done for the study and also national and 

abroad set ups has been taken into account for the study. 

¶ Sample – up to 42 platforms has been considered in the study but only 20 has been 

analysed due to the lack of information and difficulties during the research. 20 MMLs 

(Mobilisation and Mutual Learning) projects has been analysed as precedent models of 

CSO involvement process using the source of their websites. 

 

5. Methodology of the study  

5.1. Phase I:  

The study proposes a methodology that properly combines qualitative and quantitative techniques, 

both for the generation of primary information for the structured review of existing information. In 

a first approach the study suggested different categories of set ups that agglutinated the broad 

landscape of existing set ups in EU.  

For this categorization it was designed a questionnaire (see annex I)  with 16 key aspects that have 

led to relevant information for further analysis. Those aspects has been analysed in a first sample of 

42 set ups.  

This phase has determinate that a large number of the selected set ups were “out of the scope of 

the study” under the concept of “MexP” (Multi stakeholders Exchange Platforms), due to the 

difficult access information wing and the research limitations of this study. Lack of set ups 

collaboration with the study. 

 

5.2. Phase II  

The study progressed and we realized that the defined five categories in the first phase of the study 

constrained it and did not allow achieve a holistic view of the reality of existing Multi 

stakeholders Exchange Platforms in EU.  

Therefore it was decided to perform a more focused research considering only the set ups that 

closely responds to the concept of “MexP” and concentrate the analysis on the following three 

aspects selectin 20 set ups: 

1) Closeness with Multi stakeholder Exchange Platform concept. 

2) Duration Frequency of set ups to determinate how Permanent are they. 

3) Locate indicator of influence to determinate the evidence of how influential are they.  
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5.3. Phase III  

In order to gain information from existing networks in the field of societal engagement to serve as 

recommendations for a security research CSO involvement. In this phase institutional and 

organizational possibilities outside for SR has been considered to identify as “good practices" which 

could be imported to Security Research, models of CSO involvement process, for this we have 

analysed 20 Mobilisation and Mutual Learning projects.  

 

For these three phases the applied approach has been the following: 

1) Extensive desk research done by Consortium Partners 

2) State questions to project coordinators by email. 

3) 36 security research related National Contact Points (NCPs) associates from EU member 

states and also from outside the EU has been contacted. We have used their information 

on existing CSO platforms in security research as a second source. 

4) Internet search, databases related to the project partners, references from organizations 

interviewed in the first period of the project (D.1.10), as well as relevant statements of 

those interviewed about existing set ups has been used as sources of information for this 

study. There have been some telephone interviews and the process has facilitated 

Skype/ phone contact for those platforms that could have any doubt about raised issues. 

 

6. Analysis 

6.1. Frequency and Influence of EU Set Ups  

This analysis integrates two chapters, first Chapter (6.1.), in which we have selected most relevant 

examples (20) of set ups according to “Multi stakeholder Exchange Platform” concept. Then in 

chapter (6.2.), we have analysed on going and precedent MMLs (Mobilisation and Mutual Learning) 

projects financed by the European Commission in line with How Public Engagement can be 

integrated in Horizon2020. 

NAME TYPE 

1. Civil Society Conflict Prevention Network 

(KATU)  http://www.katunet.fi/ 

National, EU 

KATU is a multi-stakeholder exchange platform for NGOs, research institutes and individuals 

interested in conflict prevention and crisis management and human security. Within those areas 

they want to strengthen the role of NGOs on national and international level. Therefore their 

network consists of Finnish and international organisations. KATU has an annually elected 

steering committee with changing members and chairs.  

Duration/Frequency Influence 

Temporary (annually STC elections) Influential (more on national level publishing 

different reports on SR related issues, e.g. 

civilian crisis management, as well as on 

http://www.katunet.fi/
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workshops and seminars. They publish a bi-

monthly newsletter (in Finnish only). They 

organize annual seminars and trainings in 

cooperation with the Finnish Crisis 

Management Centre (CMC). 

 

NAME TYPE 

2. European First Responder Innovation 

Managers Platform (EFRIM) 

http://efrim.org 

EU level 

EFRIM exists from 2013 on, is a bottom-up multi-disciplinary network for policy makers, R&D 

and innovation managers and first responder organizations, as a special case of CSOs. The aim is 

to improve cooperation between Police, Fire Departments and Emergency Medical Services.  

Duration/Frequency Influence 

Semi- Permanent Influential (hosting of several forums/meeting 

with EU outreach) EFRIM provides 

international and national chapters with 

representatives of first responder’s 

organizations. EFRIM provides both, formal 

and informal sharing on multi-agency services 

across police, firefighters and ambulance 

services in Europe. 

 

NAME TYPE 

3. Food Climate Research Network (FCRN)  

http://www.fcrn.org.uk/ 

global 

The FCRN is an interdisciplinary and international network of 1400 registered members from the 

food industry, NGOs, government and academia. The network also works on food security issues 

and tries to foster communication and the sharing of knowledge within its issues. The FCRN was 

founded in 2005 and is based in the UK.  

Duration/Frequency Influence 

Permanent Influential (organise multi-stakeholder 

workshops, produce scientific reports and 

briefings) 

 

http://efrim.org/
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NAME TYPE 

4. Human Security Collective (HSC) 

http://www.hscollective.org/ 

Global 

HSC maintains with civil society, academia and governments from all around the world. The aim 

is to foster dialogue processes between civil society and governments on security. Additionally, 

HSC is facilitating a network of civil society leaders working on a broad spectrum of security 

related issues. The network is based in the Netherlands and was founded in 2013. 

Duration/Frequency Influence 

Permanent Influential (HSC is in dialogue with the UN, 

OSCE, National Governments and Regional 

Organisations) 

 

NAME TYPE 

5. Polish Platform for Homeland Security 

(PPBW) 

http://www.ppbw.pl/en 

National Network , EU 

PPBW is a multi-stakeholder exchange platform, a cooperation set up founded in 2005 as an 

association of Polish LEA’s and universities. Furthermore, they cooperate with the Polish 

government and NGOs responsible for this civil rights. Their main aim is to promote and increase 

engagement in R&D works in security area. The PPBW understands itself as a forum for dialogue 

between end users, R&D organizations and responsible administrations. Their outreach is on 

national, but also on European scale.  

Duration/Frequency Influence 

Semi- permanent Influential (has been recognized as scientific 

and research initiative by representatives of the 

European Parliament and the European 

Commission) 

 

NAME TYPE 

6. CONCORD 

http://www.concordeurope.org/            

http://www.concordeurope.org/contact 

Independent networks 

A 100% CSOs platform that implements comprehensive and coherent policies towards the 

developing world that are based on the principles of solidarity, human rights, justice and 

http://www.hscollective.org/
http://www.ppbw.pl/en
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democracy. 

The role of the NGDOs is valued and protected as an authentic voice of European civil society that 

is engaged in issues of development and global justice.   

Duration/Frequency Influence 

Quite permanent. Founded in 2003. In 2014 

the income was composed by (around): (27%) 

membership fees; (2%) other NGOs 

contribution; (45%) EC grant; (25%) Bill and 

Melinda Gates foundation; (1%) Other 

Influential - CONCORD is the main interlocutor 

with the EU institutions on development policy. 

CONCORD was founded in 2003 by 

development NGOs from across Europe. 

CONCORD is an influential body on 

development policies. The work of the 

Confederation is carried out by the members, 

split respective working groups and taskforces 

depending on their experience. These groups 

feed the political debate and contribute 

towards improving the formulation of 

European policies affecting development co-

operation and humanitarian aid. 

 

NAME TYPE 

7. EAST WEST INSTITUTE 

http://www.eastwest.ngo/                                              

http://www.eastwest.ngo/people/staff   

Online networks 

The East West Institute has been an independent trusted player providing thought leadership and 

mobilizing resources to address some of the most critical issues facing the world. It brings 

together key leaders, policy makers and ground-breaking innovators to develop new solutions to 

today’s daunting challenges. East West Institute works to reduce international conflict, addressing 

seemingly intractable problems that threaten world security and stability. Independent and non-

profit since our founding in 1980, they have offices in New York, Brussels, Moscow, San Francisco 

and Washington, D.C. 

Duration/Frequency Influence 

Quite permanent. They are an independent 

and non-profit body since their founding in 

1980. Contributions from supporters allow 

them to maintain their activity. 

 

They are an influential body on different 

security issues from arm reduction, conflict 

prevention and cyberspace to defence policies, 

food-water-energy security nexus, and 

terrorism and crime, among other.    
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NAME TYPE 

8. CIVIL SOCIETY EUROPE 

http://civilsocietyeurope.eu/what-we-do/                             

http://civilsocietyeurope.eu/contact/ 

Independent network 

Civil Society Europe’s mission is to create an enabling environment for horizontal exchanges 

between civil society organizations and movements across Europe.  

CSE want to be influential in shaping the agenda on transversal issues of common interest for 

organized civil society in Europe, by 

- promoting and strengthen the political recognition of organized civil society across Europe as 

frontrunners for and identified with the promotion of Equality, Solidarity, Democracy and 

Inclusiveness. 

- working with European Institutions on transversal issues with which CSOs are concerned, 

especially alongside the provision of Article 11 of the Lisbon Treaty. 

Civil Society Europe established four Working Groups:  

- Civic Space and Fundamental Rights 

- Recognition on CSOs 

- Renewal of European Democracy 

- Demographic and Social Challenges 

The working groups will provide content basis for the advocacy work with policy-makers (vertical 

dialogue) and inform the “design and implementation of advocacy campaigns supported by 

members” (ENNA, partner in SecurePART, being one of the members). 

Duration/Frequency Influence 

Not clearly permanent. They were founded in 

December of 2014 have stablished 4 working 

groups, but the sustainability of this platform 

is not clear. The network now is an 

international association, Brussels based, 

which has a Steering Committee and a General 

Assembly. The most advanced working groups 

are those focused on the Civic Space and 

Recognition on CSOs. 

Somehow influential. The initiative was created 

to keep up with the momentum generated with 

the European Year of Citizens Alliance 2013. 

However, they are recently created and are still 

positioning. 

In terms of influence, CSE is being present at 

meetings and consulted on different matters 

regarding the funding for CSOs (for example). 

 

 

 

  

https://civilsocietyeurope.eu/
http://civilsocietyeurope.eu/who-we-are/working-groups/
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NAME TYPE 

9. REFIT http://ec.europa.eu/smart-

regulation/refit/index_en.htm  

Online consultation tools 

REFIT is the European Commission's Regulatory Fitness and Performance program and according 

to the available information, its main task is to support the simplification of EU law and the 

reduction of administrative burdens, for the benefit of civil society, business and public 

authorities. Respect for the principles of subsidiarity and proportionality is an important focus on 

the Platform´s work. The REFIT platform brings together high-level experts from business, civil 

society, social partners, the Economic and Social Committee, the Committee of Regions and 

Member States. It is chaired by the Commission's First Vice-President Franz Timmermans. 

The REFIT Platform consists of two standing groups, one for Member State experts ("government 

group") and one for representatives of business, social partners and civil society ("stakeholder 

group"). 

CSO using this consultation tool are ‘stakeholder group’ shall consist of up to 20 experts, two of 

them representing the European Economic and Social Committee and the Committee of the 

Regions and the rest from business, including from SMEs, and from social partners and civil society 

organizations having direct experience in the application of Union legislation.  

http://ec.europa.eu/smart-regulation/better_regulation/documents/c_2015_3261_en.pdf     

All members of the Board are appointed and until then the members of the previous Impact 

Assessment Board will act as interim members of the Board. REFIT is a rolling programme. Almost 

200 actions decided in October 2013 and June 2014 are being implemented. They don’t have an 

active participation in SR projects. At EU level, REFIT Platform advice the Commission on 

simplifying and make EU laws more effective and efficient. Simplification and burden reduction 

have already been decided in several areas: Electronic VAT invoicing; Accounting/financial 

reporting; Chemicals legislation. 

They have Platform rules and regulation established: http://ec.europa.eu/smart-

regulation/refit/simplification/consultation/consultation_en.htm#up  

Platform legally independent or connected to Connected to European Commission. The 

Commission cooperates closely with its trading partners on regulatory issues, both in multilateral, 

such as the UN, the OECD and the World Bank, as well as in bilateral dialogues. REFIT tool is 

referred at The pan European Networks.  

Anyone can have a say on how the European legislation can be more effective and more efficient 

by filling an online form.  

Duration/Frequency Influence 

http://ec.europa.eu/smart-regulation/refit/index_en.htm
http://ec.europa.eu/smart-regulation/refit/index_en.htm
http://ec.europa.eu/smart-regulation/refit/simplification/consultation/consultation_en.htm#up
http://ec.europa.eu/smart-regulation/refit/simplification/consultation/consultation_en.htm#up
http://ec.europa.eu/smart-regulation/refit/simplification/consultation/contributions_en.htm
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Quite permanent. In 2015 REFIT was fully 

integrated into the Commission’s annual work 

programme and the related political dialogue 

with the European Parliament and Council.  

Influential body providing advice to reduce 

regulatory burdens and simplify EU law while 

maintaining its objectives. 

 

NAME TYPE 

10. CSISAC http://csisac.org/        

http://csisac.org/structure.php 

Online consultation tools 

Platform legally independent connected to OECD's Committee. Gathering of civil society 

organizations and organized labour at the OECD Ministerial Conference on the Future of the 

Internet Economy is the main mission of CSISAC. 100% of their members are CSOs. All civil society 

participants that signed the Civil Society Seoul Declaration shall be considered founding members 

of the CSISAC. CSISAC members who are nominated (or self-nominate) to stand for the Steering 

Committee undertake to fulfil these duties if elected. They are no register of background of the 

set ups in SR. They are not active in SR projects. Regarding funding and financial background the 

Support for CSISAC has been received from the Open Society Institute, the Markle Foundation, 

the EPIC Public Voice Project, and other donors. 

Scientific / Research capabilities and experience of CSISAC consists in the circulation of the draft 

reports and working papers among Civil Society experts for analysis and assessment, attendance 

at the regular meetings by CSISAC representatives, and the submission of policy assessments for 

the ongoing policy guidance. 

Duration/Frequency Influence 

Quite permanent platform. A solid advisory 

body to the OECD committee in issues related 

with Digital Economy Policy, in particular 

bridging the gap between civil society and the 

OECD.  

 

They are an influential body to the OECD in 

areas such as Freedom of Expression, Privacy 

and Transparency, Consumer Protection, 

Employment, Access to Knowledge, Internet 

Governance, Open Standards / Net Neutrality, 

Balanced IP Policies, Pluralistic Media, Digital 

Inclusion, Cultural Diversity and ICTs and the 

Environment 

 

NAME TYPE 

11. STAVE 

http://www.pachelbel.eu/Default.aspx 

Online consultation tools 

It is a tool designed to support the work of policy-making for sustainability in real-world settings. 

100 % of CSO members that involves 10 partners from 6 European countries: Spain, France, 
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Germany, Romania, Sweden and UK. 

Any serious attempt to find ways of enhancing the utilization of research knowledge in 

policymaking needs to have regard to the concrete nature of the policymaking process within 

specific organizational settings. They have a Collaborative project under the European 

Community's Seventh Framework Programme Environment. 

Members limited to http://www.pachelbel.eu/TheConsortium.aspx Project has been funded with 

the assistance of the European Union. The tool will support processes of knowledge brokerage, 

promoting the appropriate application of existing research findings, and the generation of new 

knowledge which is focused on specific policy objectives. Website are the sole responsibility of 

PACHELBEL project. 

Duration/Frequency Influence 

Not permanent. The tool was developed under 

FP7 project and it seems there has not been an 

active continuation after the end of the project.  

 

Not very influential. The project had good 

intentions and may have some impact during 

the implementation of the project (2009-2013) 

and development of the STAVE tool, but it 

seems it was not sustainable after the project.        

 

NAME TYPE 

12. Institute for Strategic Dialogue (ISD) 

http://www.strategicdialogue.org/  

EU level 

According to findings from the workshop in Berlin organized by SecurePART in 2015, CSOs are 

looking to contribute to the design of the EU security research programme, identify research 

topics, set up research projects and join proposals as a partner. ISD is an example of a CSO that 

has the experience and expertise to support CSO engagement—it leads projects and networks. 

ISD also advises the EU Commission. While ISD currently focuses on countering violent extremism, 

it originally covered a range of societal challenges. ISD is strongly connected to ‘civil society’. 

Duration/Frequency Influence 

Established in 2006 it was created on the 

premise that the level of policy debate in 

Europe would benefit from more regular 

consultation between politicians, 

businesspeople, academics, journalists, and 

representatives of civil society, from Europe's 

three leading nations”. 

(http://www.strategicdialogue.org/about-

us/history/). ISD is a registered charity. The 

history section of the website explains that: 

Influential - ISD is an example of a CSO that has 

the experience and expertise to support CSO 

engagement—it leads projects and networks 

ISD is strongly connected to ‘civil society’. It is 

influential since ISD also advises the EU 

Commission. While ISD currently focuses on 

countering violent extremism, it originally 

covered a range of societal challenges.  

 

http://www.pachelbel.eu/TheConsortium.aspx
http://www.strategicdialogue.org/
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“The Club of Three, established in the mid-

1990s at the initiative of Lord Weidenfeld, 

brings together leading figures from business 

and politics, journalism and academic life, from 

the UK, France and Germany, to meet regularly 

to extend discussion of key European issues 

beyond official circles 

 

NAME TYPE 

13. The Sciencewise Expert Resource Centre for 

Public Dialogue in Science and Innovation 

(Sciencewise) 

http://www.livingknowledge.org/livingknowledge

/wp-content/uploads/2015/09/50-LK-Newsletter-

October-2015.pdf ) 

Foster dialogue (non EU) 

This organisation may be suitable set up because it engages effectively with CSOs. It is currently 

UK-based and funded by a UK government department. However, the format could be rolled out. 

(see international example, Living Knowledge Conference  

There are also EU examples:  

https://ec.europa.eu/research/swafs/pdf/pub_archive/mobilisation-mutual-learning-work-

programme-2012_en.pdf )  

Duration/Frequency Influence 

The Sciencewise programme was set up in 2004 to 

fund some initial public dialogue projects that 

facilitated ‘upstream engagement’ i.e. finding out 

people’s attitudes and aspirations before major policy 

decisions are made. Just two years later, the 

influential Downing Street advisory group, the Council 

for Science and Technology, recommended that 

public dialogue should be firmly embedded into 

Government policy-making processes. As a result, in 

December 2006, the Government announced its 

intention to set up a new Expert Resource Centre for 

Public Dialogue in Science and Innovation and this led 

to establishment of the Sciencewise-ERC in May 

2007” (http://www.sciencewise-

erc.org.uk/cms/background/). 

Not very influential - Currently involved 

in dialogue projects to enable ethics of 

new information and communication 

technology and its use to be 

considered. Project on the future of 

science and technology (Future 

Horizons) also underway 

(http://www.sciencewise-

erc.org.uk/cms/dialogue_topics/issues/

11). 

 

 

http://www.livingknowledge.org/livingknowledge/wp-content/uploads/2015/09/50-LK-Newsletter-October-2015.pdf%20)
http://www.livingknowledge.org/livingknowledge/wp-content/uploads/2015/09/50-LK-Newsletter-October-2015.pdf%20)
http://www.livingknowledge.org/livingknowledge/wp-content/uploads/2015/09/50-LK-Newsletter-October-2015.pdf%20)
https://ec.europa.eu/research/swafs/pdf/pub_archive/mobilisation-mutual-learning-work-programme-2012_en.pdf%20)
https://ec.europa.eu/research/swafs/pdf/pub_archive/mobilisation-mutual-learning-work-programme-2012_en.pdf%20)
http://www.sciencewise-erc.org.uk/cms/background/
http://www.sciencewise-erc.org.uk/cms/background/
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NAME TYPE 

14. The international Living Knowledge 

Network (LK) 

http://www.livingknowledge.org/ 

Foster dialogue (non EU) 

Living Knowledge is the international Science Shop Network. Science Shops, as small entities that 

carry out scientific research in a wide range of disciplines usually for free and on behalf of citizens 

and local civil society. They respond to civil society’s needs for expertise and knowledge. LK is an 

example of a platform that has the experience and expertise in supporting civil society 

engagement. 

Duration/Frequency Influence 

Yes, this platform is permanent as it has proven 

during the past 15 years to be very successful. 

It is an efficient tool for exchange of 

information, ideas, experiences and expertise, 

for building project consortia to successfully 

submit projects for funding and other common 

activities in the area of community-based 

research and science and society relations. . 

The network is open to new members and has 

no legal form as the partners think it would not 

provide any benefits. Statutes are being 

considered but have not yet been introduced. 

 

The members of the network are influential. 

Several are members of various advisory 

boards of EC-funded research projects. 

Additionally Dr. Maria Lindholm, Director of 

Research at Vetenskap & Allmänhet (Public & 

Science)– VA Barometer in Sweden is a leading 

member in the Reference group for the EU 

Horizon 2020 program "Science with and for 

Society" and "Europe in a changing world: 

Inclusive, innovative and reflective societies" at 

the Swedish Research Council 

(Vetenskapsrådet). 

Mr. Steinhaus of the Bonn Science Shop is 

member of the Advisory board of the national 

contact point “Science with and for Society” 

(SwafS) in Germany. 

Living Knowledge is active within political 

settings. An example of the influence of the 

network is that on the occasion of the next EC 

Horizon 2020 SwafS call (deadline August 30th, 

2016) the topic “Science shops” will be 

specifically addressed. 
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NAME TYPE 

15.  European Peacebuilding Liaison Office 

(EPLO) http://www.eplo.org  

Independent networks 

 

EPLO is an independent civil society platform of European NGOs and networks of NGOs and 
think tanks in the field of peacebuilding and the prevention of violent conflict. EPLO was 
founded in 2001 and is based in Brussels, Belgium. 

Duration/Frequency Influence 

Permanent  Influential - EPLO provides as a set up 

information about EU policy to its members and 

aims at influencing the EU policy in the fields of 

peacebuilding and conflict prevention. 

 

Other 11 independent organizations related with independent networks has been contacted but no 

eligible for the analysis) Organizations mostly active in the fields of youth, education and 

information, and not directly in security research. Child and youth educational networks and 

developmental organizations, part of a word organization, apart from normal risk management their 

organizations they are not involved in security issues.   

NAME TYPE 

16. Civil Society Forum on Drugs (CSF) Forums and conferences 

In 2007 the Civil Society Forum on Drugs (CSF) was created. It is meant to be a broad platform for 

a structured dialogue between the European Commission and the European civil society about 

drug-related issues. Through participation in the forum, relevant CSOs should be integrated in 

policy formulation and implementation through practical advice. Currently the forum has 45 

members covering different areas of drug-related issues, ranging from anti-prohibitionist 

organisations and organisations for a drug free world to networks of professionals working in 

prevention and harm reduction fields, parents or women organisations and think tanks.1  

The constituency (current period 2015-2017) of the CSF changes every 2-3 years to give new 

members the chance to contribute to the European drug policy. The forum is chaired by the 

Commission, which also finances and organises its continued existence. A Core Group of 

stakeholders is in charge of preparing common documents and agendas of meetings and to 

guarantee hitch-free cooperation between the members. The Core Group is composed of the 

Chair, a Vice-chair and four CSF members. The work of the CSF is divided between working groups. 

At the moment, there are three working groups: on quality standards on drugs demand reduction, 

UNGASS 2016 and Institutional and organisation issues. The CSF meets once a year, while the 

working groups meet more often.  

                                                      
1 See Url: http://ec.europa.eu/dgs/home-affairs/what-we-do/networks/civil-society-forum-drugs/index_en.htm 

http://www.eplo.org/
http://ec.europa.eu/dgs/home-affairs/what-we-do/networks/civil-society-forum-drugs/index_en.htm
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Members are selected according to several criteria set out in the Green Paper on the role of Civil 

Society in Drugs Policy in the EU (COM (2006) 316 final).2 These criteria include a definition of 

CSOs that is “the associational life operating in the space between the state and market, including 

individual participation, and the activities of non-governmental, voluntary and community 

organisations”. Organisations applying for Membership have to fulfil transparency criteria, have 

its main base of operation in an EU member state, EEA, acceding, candidate or potential candidate 

country and must be financially accountable. To make sure that only experienced and potent 

organisations participate, organisations should have a clear track record of their activities. In 

regard to representativeness, organisations should furthermore be recognised as being able to 

speak on behalf of those they claim to represent. When the EC selects members out of the 

applying organisations, priority will be given to those organisations that are established in the 

form of transnational networks covering a number of eligible countries. A list of all participating 

organisations is published on the DG HOME website.  

Duration/Frequency Influence 

Permanent  Influential - Due to its relatively vivid membership 

the CSF facilitates a basis for the involvement of a 

huge number of stakeholder related to drug issues 

and brings them into dialogue with the EC. Since 

most of the participating stakeholder are 

transnational networks, the CSF operates on the 

EU-Level. Furthermore, the CSF has produced 

several reports of their activity since its 

establishment, which are all available online. 

 

NAME TYPE 

17. Radicalisation Awareness Network (RAN) 

 

Forums and conferences 

The Radicalisation Awareness Network (RAN) was set up by the European Commission in 

September 2011. It is an EU-wide umbrella network of first-line practitioners, local 

authorities, CSOs and other stakeholder involved in countering violent radicalisation. A 

major part in this network plays the involvement of first-line practitioners and the civil 

society. The former because they are in direct contact with targeted individuals and 

vulnerable groups, the latter because radicalisation processes develop and can be met 

first in local contexts.3 

The RAN is organised in thematic working groups, driven by a Steering Committee (SC) 

chaired by the Commission. Every working group consists of not less than members of 

                                                      
2 See Url: http://eur-lex.europa.eu/legal-content/EN/TXT/?qid=1418917957799&uri=CELEX:52006DC0316 
3 See Url: http://ec.europa.eu/dgs/home-affairs/what-we-
do/networks/radicalisation_awareness_network/index_en.htm 

http://eur-lex.europa.eu/legal-content/EN/TXT/?qid=1418917957799&uri=CELEX:52006DC0316
http://ec.europa.eu/dgs/home-affairs/what-we-do/networks/radicalisation_awareness_network/index_en.htm
http://ec.europa.eu/dgs/home-affairs/what-we-do/networks/radicalisation_awareness_network/index_en.htm
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three Member States, to guarantee an international perspective. The SC includes the 

leaders of the working groups and the Committee of Regions. The RAN members meet at 

least once a year at a plenary meeting and working groups shall at least meet twice a year. 

Besides that, there is extensive exchange of via an online forum. The RAN doesn’t have its 

own website, however you can access information about it on the website of the DG 

Home.4 

It is the purpose of the RAN to pool experiences, knowledge and best practices from all 

across Europe to enhance awareness of radicalisation and communication techniques and 

to challenge terrorist narratives. Therefore, the RAN organises several conferences a year 

on all political levels to spread information to practitioners and other stakeholder involved 

in the issue of combating violent extremism and terrorism. Once a year the Commission 

hosts e.g. a High Level Conference with Ministers and other high level authorities. In the 

preparation of the High Level Conference, all working groups produce policy 

recommendations. The elaboration of such recommendations is an important aim of all 

working group meetings.  

There is no information available of the current RAN membership or the composition of 

the working groups, hence it isn’t possible to make any statement about the concrete 

number of CSOs involved. However, organisations applying for membership in the RAN 

have to fulfil different criteria that are listed in the “Rules of Procedures” and seem to 

target representatives of the civil society as well as other stakeholders. The admission of 

new members is decided by the Steering Committee by unanimity. Potential members 

have to be based in the EU/EEA country, be a formally established group/entity, whereby 

existing umbrella organisations have priority in the selection process, and need to have a 

proven activity record in the field of preventing violent radicalisation and extremism to 

demonstrate potential to contribute to the objectives of the RAN and interest in this field.5   

Duration/Frequency Influence 

Permanent Influential - With the RAN Centre of Excellence 

(CoE) as part of RAN the network guides RAN 

working groups, the EU and specific countries, 

if requested. Through several conferences a 

year, such as High-Level Conferences with RAN 

practitioners and high level nationals and EU 

policy makers, the network operates European-

wide and well connected. The RAN publishes on 

a regular basis policy recommendations and 

                                                      
4 See Url: http://ec.europa.eu/dgs/home-affairs/what-we-
do/networks/radicalisation_awareness_network/docs/ran_charter_en.pdf 
5 See Url: http://ec.europa.eu/dgs/home-affairs/what-we-
do/networks/radicalisation_awareness_network/docs/ran_rules_of_procedures_en.pdf 

http://ec.europa.eu/dgs/home-affairs/what-we-do/networks/radicalisation_awareness_network/docs/ran_charter_en.pdf
http://ec.europa.eu/dgs/home-affairs/what-we-do/networks/radicalisation_awareness_network/docs/ran_charter_en.pdf
http://ec.europa.eu/dgs/home-affairs/what-we-do/networks/radicalisation_awareness_network/docs/ran_rules_of_procedures_en.pdf
http://ec.europa.eu/dgs/home-affairs/what-we-do/networks/radicalisation_awareness_network/docs/ran_rules_of_procedures_en.pdf
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papers, which are available online. 

 

NAME TYPE 

18. European Migration Network (EMN) 

 

Forums and conferences 

The European Migration Network (EMN) is an EU funded international platform with the 

purpose to collect, document and make available of up-to-date, objective and comparable 

information about migration and asylum for EU and national authorities as well as the 

general public, which was established by the Council of the European Union Decision 

2008/381/EC adopted on 14 May 2008. The work of the EMN is coordinated by the 

Commission under the responsibility of the Directorate-General for Migration and Home 

affairs (DG Home), representatives of the Member States and Norway. The national 

contact points (NCP) are designated by the Member States and consist of national 

administrators, research agencies and NGOs. Each NCP in turn coordinates a national 

network of relevant stakeholder organisations with expertise in migration and asylum. All 

in all, the network consists of 31 members. 

The EMN doesn’t have its own website, however you can access information about it on 

the website of the DG Home6 and on those of the NCPs. The amount of available 

information about partner organisations on the national level varies from one (NCP) 

national contact point to other NCP, therefore it is difficult to say how many CSOs exactly 

are involved in the network. For instance, the activities of the EMN in Germany are guided 

by the German NCP, the Federal Office for Migration and Refugees (BAMF), which has 

currently about 30 network partners, from whom two partners fit in the category CSO. In 

regard to the involvement of CSOs, it can be recognized, that CSOs aren’t mentioned in 

particular in the specific priorities of the annual work programme of the EMN 2015/16. 

However, in section 2.3 Networking, it is put emphasis on strengthening and widening of 

networking activity with NGOs, academia and think tanks.7 

The network operates in an informal setting without any formal rules of procedure, except 

for the Steering Board experts, which provide the political guidance for the EMN, that are 

required to have their own Rules of Procedure. The Steering Board is chaired by the 

Commission and is e.g. responsible for the organisation of meetings, making status reports 

to the Council, the Parliament and the Commission, identifying relevant players in the area 

of asylum and migration as well as supporting national contact points with information.  

Usually the EMN doesn’t participate in primary research. The key strength of the EMN lies 

in collecting, documenting, reviewing and making available of relevant information, both 

                                                      
6 See Url: http://ec.europa.eu/dgs/home-affairs/what-we-do/networks/european_migration_network/index_en.htm  
7 See Url: http://ec.europa.eu/dgs/home-affairs/what-we-
do/networks/european_migration_network/docs/emnwp2015-2016_en.pdf  

https://en.wikipedia.org/wiki/Council_of_the_European_Union
http://ec.europa.eu/dgs/home-affairs/what-we-do/networks/european_migration_network/index_en.htm
http://ec.europa.eu/dgs/home-affairs/what-we-do/networks/european_migration_network/docs/emnwp2015-2016_en.pdf
http://ec.europa.eu/dgs/home-affairs/what-we-do/networks/european_migration_network/docs/emnwp2015-2016_en.pdf
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of the EU and the member states. The network further analyses and synthesises this 

information to improve its comparability and harmonisation at EU level. The EMN 

responds to information needs of the EU and national policy-makers by producing Annual 

policy reports, Ad-Hoc Queries, Informs, Bulletins and EU Immigration Portal updates. The 

EMN is funded by the European Commission. A yearly budget is assigned for the support 

of EMN members. The total budget foreseen for the implementation of EMN activities in 

2015-2016 is EUR 13.400.000. 

Duration/Frequency Influence 

Permanent Influential - Due to its purpose of collecting and 

making available relevant information the EMN 

produces a wide range of output each year, 

whereof most is available online. The EMN is 

well connected to EU Institutions and national 

policy-makers and keeps them updated 

through regularly status reports. Through its 

organizational structure which is based on the 

participation of national and international 

networks rather than single groups, the EMN 

integrates a huge number of different 

stakeholder. 

 

NAME TYPE 

19. Critical Infrastructure Warning 

Information Network (CIWIN) 

 

Forums and conferences 

The Critical Infrastructure Warning Information Network (CIWIN) has been established 

based on a Proposal of the Commission for a Council decision. It is one measure of the 

implementation of the European Programme for Critical Infrastructure Protection (EPCIP). 

The general objective of the EPCIP is to protect critical infrastructure within the EU. In this 

context the general purpose of CIWIN is to facilitate Member States and the Commission 

to exchange information on shared threats, vulnerabilities appropriate measures and 

strategies to mitigate risk in support of Critical Infrastructure Protection (CIP) and best 

practices in a secure manner. The CIWIN portal in its current form exists since January 

2013.  

The CIWIN doesn’t have its own website, however you can access information about it on 

the website of the DG Home.8 All activities of the CIWIN are coordinated by DG Home. The 

                                                      
8 See Url: http://ec.europa.eu/dgs/home-affairs/what-we-
do/networks/critical_infrastructure_warning_information_network/index_en.htm  

http://ec.europa.eu/dgs/home-affairs/what-we-do/networks/critical_infrastructure_warning_information_network/index_en.htm
http://ec.europa.eu/dgs/home-affairs/what-we-do/networks/critical_infrastructure_warning_information_network/index_en.htm
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Directorate-General nominates the content manager of the network and consults the 

representatives of Member States on strategic issues related to it. A CIP Contact Group, 

chaired by the Commission, brings together CIP Contact Points of all Member States. Each 

Member State designates a CIP Contact Point, however other authorities are also involved 

in CIP issues. It is noticeable that the engagement of Member States in CIWIN activities is 

based on the principle of voluntariness.  

In reference to the actual involvement of CSOs in the network, it can be stated that there 

are no information available about specific participants of CIWIN, hence it can’t be made 

any statement about concrete numbers of participating CSOs. However, it is possible to 

approach the issue via the official CIWIN Membership Conditions, which say in general, 

that you have to be an individual or member of an organization specifically concerned with 

CIP issues to get access to the network. Yet, regarding the Membership Conditions, the 

CIWIN target group the Commission had in mind establishing the network seem to be 

rather ministries, departments, agencies, regional or local administrations than CSOs, 

which are not mentioned at all.9   

It is the main purpose of CIWIN, which is completely financed by the EU, to supply users 

with information resources and bulletin board services, chat areas, news groups, forums, 

communities, calendars and other messages, designed to make information available and 

enable communication between the users of the network in a secure manner. Another 

objective of the network is to support Member States in their national programmes to 

protect their National Critical Infrastructure (NCI).  

Duration/Frequency Influence 

Permanent Non – influential - Against the background that 

the CIWIN is a network concerned with 

concrete security issues, it is not surprising that 

statements about the influence of such a 

network always remain vague. There are no 

publications of the network available and 

although the networks online portal is running 

since 2013 there are no status updates or 

comparable information on the website of DG 

Home regarding CIWIN since then. 

 

NAME TYPE 

20. EU Civil Protection Forum Forums and conferences 

The European Civil Protection Forum is the largest recurring public event on European civil 

                                                      
9 See Url: http://ec.europa.eu/dgs/home-affairs/what-we-
do/networks/critical_infrastructure_warning_information_network/docs/ciwin_membership_conditions_en.pdf  

http://ec.europa.eu/dgs/home-affairs/what-we-do/networks/critical_infrastructure_warning_information_network/docs/ciwin_membership_conditions_en.pdf
http://ec.europa.eu/dgs/home-affairs/what-we-do/networks/critical_infrastructure_warning_information_network/docs/ciwin_membership_conditions_en.pdf
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protection cooperation. It is organised almost every two years by the European 

Commission’s Directorate General for Humanitarian Aid and Civil Protection Department 

(DG ECHO).10 

Its purpose is to bring together the European civil protection community to take stock of 

common achievements in the disaster risk management field, share best practices and 

ideas, and discuss ways of addressing new challenges together. Besides that, the Forum is 

an important tool for strengthening cooperation with international partners and the 

European neighbourhood.  

Apart from the days when the actual biennial European Civil Protection Forum takes place, 

there are several activities in the area of knowledge-sharing conducted throughout the 

year. These activities include the publishing of an elaborated event brochure before the 

event and a final report summarising the main findings of the ECPF afterwards, offering a 

newsletter concerning civil protection in Europe as well as the making available of both, 

short videos with conference participants speaking about conference highlights and whole 

video recorded sessions of the conference on their website.  

The 5th edition of the European Civil Protection Forum took place in Brussels on 6 and 7 

May 2015. Whereas the last European Civil Protection Forum, which occurred in 2013, 

gathered already around 700 participants, this year’s conference brought together close 

to 900 participants of more than 45 countries from governments, academia, civil 

protection authorities, and first emergency responders, international organisations, 

European Institutions and the private sector.  

The 2015 Forum featured a two-day conference and an exhibition under the central theme 

of ‘Partnership and Innovation’. The conference included three plenary sessions and nine 

thematic panels as well as several lectures and keynote speeches. Whereas the 

‘Partnership’ theme focused on strengthening cooperation between stakeholders from all 

over the world, the ‘Innovation’ theme was about new technologies such as unmanned 

aerial systems, social media and smart cities. A special focus in both themes was put on 

the integration of different stakeholders in the process of research and development in 

the context of civil protection. All sessions of the plenary debates and panel discussions 

have been we-streamed and generally the Forum generated a strong public interest in 

social media channels.  

Duration/Frequency Influence 

Permanent Non – influential - In the light of a steadily 

increasing number of participants at the EU 

Civil Protection Forum every two years, it can 

be assumed that the influence of the forum is 

growing over the past years. However, besides 

                                                      
10 See Url: http://ec.europa.eu/echo/partnerships/civil-protection-partners/civil-protection-forum_en  

http://ec.europa.eu/echo/partnerships/civil-protection-partners/civil-protection-forum_en
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publications about the actual forum such as an 

event brochure there are no more concrete 

information available online about other 

activities like activities in the area of 

knowledge-sharing. 

 

Here below we show in two graphic a summary of how permanent and influential are the analyzed 

set ups in Europe.  

Graphic 1 shows that 55% of the analyzed set ups in EU are permanent, 30% semi-permanent and 

only 15% of them are considered as non-permanents. 

 

 

Graphic 1 - SecurePART analysis 

 

Graphic 2 shows that 50% of the analysed set ups in EU are influential at national level, 70% are 

influential at European level and only 20% of them are considered non influential. Only 40% of those 

considered influential at EU level are also influential at national level, and 45% of those considered 

influential at European level conversely are not influential at national level.  
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Figure 1 - SecurePART analysis 

 

6.1.1. Examples of selected good practice that could be transferred to SR: 

These examples come from the global analysed set ups (45 cases). 
 

6.1.1.1. The Institute for Strategic Dialogue - ISD is involved in a project to develop 

an App. Combating Extremism Globally” states (p. 7) that: “ISD is developing 

One2One as a mobile app to apply the lessons learned and to ensure that positive 

voices online can directly reach young people expressing extremist sympathies at 

a scale large enough to turn the tide against extremist recruiters online” (download 

from: http://www.strategicdialogue.org/ISD_Brochure.pdf).       

6.1.1.2. Phoenix – This is an Inter-Community Initiative for a New Centre Ground 

explores the moral, philosophical and practical underpinnings for developing a 

more robust and confident centre ground capable of marginalising different 

ideological extremes. Phoenix brings together bloggers, activists, opinion formers 

and community leaders to sketch out an alternative narrative relating to diversity, 

social cohesion, our values and norms, and to challenge those polarising narratives 

prevalent within public discourse today. Phoenix constructs a programme of work 

based on three strategic areas of activity: policy work, social action, and debate 

and public outreach. Phoenix is committed to addressing divisive issues such as 

gender equality, sexual orientation, and the role of religion, and is also working to 

develop a unique format and inclusive space for facilitating difficult discussions. 

http://www.strategicdialogue.org/programmes/leadership/phoenix 

6.1.1.3. Against Violent Extremism (AVE) - Launched in New York in April 2012, AVE 

is a global network of former violent extremists, survivors, activists, policy makers 
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and business people united by a common mission: to counter violent extremism. 

 

6.1.1.4. ScienceWise aims to help policy maker’s commission and use public dialogue 

to inform policy decisions involving science and technology issues. It does not focus 

on security research, but includes many related areas: safety implications of 

technological development (e.g. nanotechnology, nuclear power), risk and climate 

change. This approach is relevant to SR. ScienceWise has a set of guiding principles 

for public dialogue on science and technology-related issues, developed together 

with UK Government (http://www.sciencewise-erc.org.uk/cms/guiding-

principles/). These could be relevant to public dialogue over security issues. This 

organisation may be suitable set up for SR because it engages effectively with CSOs. 

It is currently UK-based and funded by a UK government department. However, 

the format could be rolled out. (see international example, Living Knowledge 

Conference  http://www.livingknowledge.org/livingknowledge/wp-

content/uploads/2015/09/50-LK-Newsletter-October-2015.pdf) There are also EU 

examples:  https://ec.europa.eu/research/swafs/pdf/pub_archive/mobilisation-

mutual-learning-work-programme-2012_en.pdf) 

https://ec.europa.eu/research/swafs/pdf/pub_archive/mobilisation-mutual-

learning-work-programme-2012_en.pdf 

 
6.1.1.5. The international Living Knowledge Network (LK) this open platform of 

science shops is an interesting set up for responding to civil society’s needs for 

expertise and knowledge in the area of research and science (which includes 

security research). It has been set up for sharing of experience and expertise in 

supporting civil society engagement. Its members carry out scientific research in a 

wide range of disciplines on behalf of citizens and local civil society. CSOs interested 

by security research-related issues could come together in a similar network in 

order to share knowledge, information, ideas and to reach together the critical size 

necessary to become a recognized an interesting partner for the EC SR programme 

unit and exert influence on the conception and execution of the programme. They 

could get information about funding opportunities and calls as well as become a 

contact point for coordinators of SR projects looking for representatives of the civil 

society as additional partners. The platform structure and conditions for 

membership are simple and well suitable for building partnerships for public access 

to SR. The website of the LK network proposes free access to a discussion forum 

and a newsletter. Such tools would be adequate for efficient communication of 

CSOs participating in a SR platform with European main focus. 

 
6.1.1.6. Horizon 2020 Secure Societies Advisory Group 

Besides the above exchange forums and platforms, there exist some consultation 

http://www.sciencewise-erc.org.uk/cms/guiding-principles/
http://www.sciencewise-erc.org.uk/cms/guiding-principles/
http://www.livingknowledge.org/livingknowledge/wp-content/uploads/2015/09/50-LK-Newsletter-October-2015.pdf
http://www.livingknowledge.org/livingknowledge/wp-content/uploads/2015/09/50-LK-Newsletter-October-2015.pdf
https://ec.europa.eu/research/swafs/pdf/pub_archive/mobilisation-mutual-learning-work-programme-2012_en.pdf
https://ec.europa.eu/research/swafs/pdf/pub_archive/mobilisation-mutual-learning-work-programme-2012_en.pdf
https://ec.europa.eu/research/swafs/pdf/pub_archive/mobilisation-mutual-learning-work-programme-2012_en.pdf
https://ec.europa.eu/research/swafs/pdf/pub_archive/mobilisation-mutual-learning-work-programme-2012_en.pdf
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organs with a higher degree of institutionalization or bureaucratization, which 

bring together multiple stakeholders for deliberation. In the field of EU research, 

and more specifically in the context of Security Research, this role is undertaken 

by the ‘Secure societies Advisory Group’. 

Under the Specific Programme implementing Horizon 2020 the Commission is 

responsible for drawing up the work programmes. In doing so, the Commission 

wishes to draw on the best possible external advice. Selected external experts as 

members of the Horizon 2020 Secure Societies Advisory Group should provide 

“consistent and consolidated advice” to the Commission services during the 

preparation of the Horizon 2020 work programme.11 

The Security Advisory Group (SecAG) operates on a permanent basis, membership 

is temporary, and has the informal and limited role of providing non-binding 

advice to the EC in order to complement the decision making procedure between 

the “Innovation and Industry for Security” Unit at DG HOME and the Programme 

Committee of the 28 EU member states. The activity reports of the SecAG 

meetings are publicly accessible. 

6.1.2. Analysis Conclusions 

At the beginning of the study, we have considered some aspects to analyze the landscape of 

set ups in EU. Aspects as, Platform structure operations, in order to know if they have a 

secretariat, website, present offices to articulate their activity. The main mission of those set 

ups, according to their roll in EU SR, has been taken into consideration too. In the set ups 

analyzed we tried to identify the % of CSO members according to category (non-for-profit or 

hybrid status, and the number of members and member profile according with our project 

definition (Researchers, CSOs, other stakeholders ….). We have pointed out the eligibility 

criteria used by those set ups to accept new members trying to identify how that favors the 

involvement of CSO in SR and how that eligibility criteria limit CSOs involvement in SR. The 

background of the selected set ups in SR has been considered in terms of years participating 

and numbers of interventions done, and active participation in projects, paying attention to 

those that are active in the current program. The geographical location has been considered 

to determinate if this criteria could be relevant aspect to guarantee CSOs involvement in SR. 

Some aspects as strategically geographical location, advantages and disadvantages of being 

virtual, on line platforms, discussion groups has been taken into account too. We have 

researched if they limited members to the EU 28 countries, also their funding and financial 

background. In terms of experience we have Scientific / Research capabilities and experience 

(in years and Technology Fields Selection. Other aspects has been determinate for the 

analysis as: Platform rules and regulation established; Platform legally independent or 

connected to other organization; Platform truly European/international or national 

                                                      
11 See http://ec.europa.eu/transparency/regexpert/index.cfm?do=groupDetail.groupDetailPDF&groupID=3010, 
retrieved 21 January 2016. 

http://ec.europa.eu/transparency/regexpert/index.cfm?do=groupDetail.groupDetailPDF&groupID=3010
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dominated; Membership overlapping with EU Pan European Networks for Practitioners. 

The research made did not permit to achieve clear and rigorous information about the 

selected aspect for getting reliable conclusions, but the defined set ups’ criteria for the study 

has permitted to under lighted the following positive and negative aspects:  

¶ POSITIVE aspects under lighted: The existence of a broad landscape of national, 

European and global level set ups; the evidence that most of set ups are connected 

to other organizations; Secure PART can fit into the broad definition of the 

different mission definition found. 

¶ NEGATIVE and SOLVABLE findings that provide the evidence that a definition of a 

influence and permanent set up is required in SR field are: No concrete ongoing 

structures are defined in the selected landscape of set ups; There is not a platform 

connecting stakeholders as Secure PART has defined; There is a wide field of 

action. 

 
6.1.2.1. On line tools consultations:  

These kind of networks have a strong participation of CSOs since they are from and for 

CSOs and they have an international wide coverage. While CONCORD and Civil Society 

Europe as independent networks, can be considered as online tools in term of operating 

range, from the SR perspective (otherwise, CONCORD is very much focused on 

development issues), East West Institute is completely focused in security and safety 

issues with a worldwide perspective. 

Online consultation reinforces and complements traditional consultation methods and 

provides more ways for agencies to seek feedback from and engage with civil society. It 

may be used as part of formal submissions or policy development processes, or integrated 

into usual activities as another way of gathering feedback and engaging with civil society. 

Online consultations can cover a broad range of activities, such as the submissions process 

of a formal application or an agency seeking input as it develops policy. In its simplest and 

least interactive form, an online consultation can take the form of a website offering a 

discussion paper of some kind and requesting public submissions though email, online 

forms, or other means. 

Online consultations can also provide greater interactivity and engagement with civil 

society by using social media tools such as social networking sites, or agency-run tools 

such as blogs. There may also be benefits of using and coordinating multiple social media 

channels as part of an online consultation, for example by establishing a blog as well as a 

presence on a social networking site. The key consideration with adopting this approach 

is to engage with stakeholders in a genuine two-way consultation process, giving them 

the opportunity to contribute and then responding to or otherwise making use of that 

contribution. 
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6.1.2.2. Online networks 

Implement comprehensive and coherent policies towards the developing world that are 

based on the principles of solidarity, human rights, justice and democracy. The role of the 

members (most of them 100% CSOs, members) is valued and protected as an authentic 

voice of European civil society that is engaged in issues of development and global justice. 

Most of them are concentrated in making a world a safer and better place in ways that 

can be measured. 

This new coordination intends to be at European level a legitimate and representative 

platform of civil society organizations defending the values we claim and to put them back 

at the heart of the European project. But the main mission of all of them has a broad 

definition and is still far to the purpose of the SR program.  

30% of them has interaction with experts and authorities from around the world, 

partnering with governments, businesses, media and academic institutions.  

100% of them has develop eligibility criteria used to accept new members but none 

recognize that this will favours the involvement of CSO in SR neither that eligibility criteria 

limits their involvement in SR. there are not online networks register with a background 

of the set ups in SR. We have not found online networks active participation in projects 

but online networks are consequence of EU projects implementations. The Geographical 

location is not considered as a relevant aspect to guarantee the involvement in SR.  

They don’t have a strategically geographical location since the work is carried out by the 

members, split respective working groups and taskforces depending on their experience. 

These groups feed the political debate and contribute towards improving the formulation 

of European policies affecting development co-operation and humanitarian aid or other 

fields.  

All of them works at European level, and have operations financed by members or public 

indistinctly. These online platforms are the main interlocutor with the EU institutions on 

development policy. 50% of them has Platform rules and regulation established but the 

other 50% made up of European civil society networks and organizations. The 

coordination is aimed at being open and inclusive and any organization or network 

working at European level is welcome. 

All of them started an independent trusted player but after an average of 5 years 85% of 

them are connected to other organization or Linked to the civic movements at sub-

national, national and European level. We found nowhere any duplication of 

membership. 

 

 



 

Version 0.7 Final version                |                   27th April 2016                   |                       Page 29 of 70 

SecurePART  |   608039 

D5.3. Recommendation on permanent institutional set-ups for CSO engagement in Security Research 

6.1.2.3. Online consultation tools 

The main mission of the selected consultation tools, according to their roll in EU SR, is 

narrow defined. They facilitate the possibility to make comments on EU laws and 

initiatives via an online contact form. 2/3 of them has 100% of CSO members, according 

to category non-for-profit or hybrid status of NGOs. They work at European level, with 

more than 6 countries involved.  

Eligibility criteria are used to accept new members but no common denominator has been 

found on these criteria. Only one of the online tool has a rolling programme. Any serious 

attempt to find ways of enhancing the utilization of research knowledge in policymaking 

needs to have regard to the concrete nature of the policymaking process within specific 

organizational settings.  

No Active Participation in EU projects excepting specific field as Programme Environment. 

The main activity of those tools is to advise the Commission on simplifying and make EU 

laws more effective and efficient. All of them are Platform legally independent but 

connected to other organization. Only REFIT is referred at the pan European Networks. 

We do not found any duplication of membership. 

 

6.1.2.4. Independent networks 

We can different EU level and Global level independent networks related to Security 

Research with multi-disciplinary network for policy makers. 

According to their roll in EU Security  Research the main mission of these networks are 

not directed related with security research, as defined in Secure PART project. We can 

confirm that most than 80% are CSO members according to category non-for-profit or 

hybrid status. And these members’ matches with Secure PART project definition 

(Researchers, CSOs, other stakeholders ….) 

Eligibility criteria used to accept new members is described in their websites with relevant 

differences. The selected criteria’s don’t favours directly the involvement of CSO in 

Security Research due to a broad definition in most of the cases. Background of the set 

ups in SR considering years participating, numbers of interventions done is not 

representative. According to the publication in their websites they have active 

participation in projects but no data to confirm more specifically the level of involvement. 

Independent networks participation in the study has been limited because of the 

workload and not availability to answer questions to develop this study. 

Geographical location is not a relevant aspect to guarantee the involvement in SR, since 

most of them have an EU coverage with different nationalities of their members. Platform 

rules and regulation established unrelated to the different cases studied. 100% of the 

studied Platform are legally independent or connected to other organization. 

After the PHASE I we conclude that those networks are not focused on security issues so 
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they are rather out of the scope of the study. 

 

6.1.2.5. National networks 

Regarding the representative in SR at EU level only one of the selected national network 

can be considered as an areas of Expertise involved in National Network representative 

of security research. Other has a structure of Sub-Working Group as part of the national 

networks involved in different EU issues. 

The national networks structure has different and varied forms. Technical Secretariat for 

operation, Board member for decisions (members are NGOs part of the national 

network). Sub working groups are dealing with SR only as internal initiative. The subgroup 

has a private workspace within the web, hence no public space directly.  

In general the subgroup has no role in Security Research and that does not participate as 

a group in EU projects, nor any of its members individually. The main objective of the 

group is "Participate, contribute and appropriate European and international discussions 

related to the development agenda". 100% of their members are non- profit 

organizations. To be part of the group the membership to the national network is 

required. Their activity is focused at national level. 

 

6.1.2.6. Discussion groups 

Considering a discussion group as a group of individuals (different stakeholders) with 

similar interest in Security Research who gather either formally or informally to bring up 

ideas, solve problems or give comments. The major approaches are in person, via 

conference call or website.  

Those groups of professionals, experts formally or informally exchange about various 

topics coinciding with some fields of SR program. This implementation could be seen as 

an investigation or research based on various academic levels. Discussion groups could be 

supported by EU as security research on surveillance that is financing by EU Commission. 

For instance, Sciencewise evolved from an original Sciencewise Programme, which was 

set up in response to a ground-breaking House of Lords Science and Technology 

Committee report entitled ‘Science and Society,’ published in 2000. 

In the three selected study cases we can appreciate structural and functional differences 

of each discussion group. We can consider it as set up that fund some initial public 

dialogue projects that facilitated ‘upstream engagement’ i.e. finding out people’s 

attitudes and aspirations before major policy decisions are made. 

 

6.1.2.7.  The core security research focused set ups  

As already mentioned in Deliverable 5.1 of the SecurePART project, there are rarely any 

https://en.wikipedia.org/wiki/Conference_call
https://en.wikipedia.org/wiki/Website
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institutionalized platforms for CSOs in the field of security research, while we have found 

several existing examples from other networks on national, international and global level.  

 

6.1.2.8. Security Advisory Group 

The Commission Expert Groups can have the following types of members: 

1. Individuals appointed in a personal capacity, acting independently and 

expressing their own personal views  

2. Individuals appointed to represent a common interest shared by stakeholders 

in a particular policy area. They do not represent individual stakeholders, but a 

common policy orientation to different stakeholder organisations. They are 

normally appointed on basis of suggestions from stakeholder organisations, 

including in the framework of calls for expression of interests, although they do 

not represent them.  

3. Organisations in the broad sense of the word including companies, 

associations, NGOs, trade unions, universities, research institutes, EU bodies 

and international organisations. These organisations nominate individuals as 

their permanent representatives (in the group or appoint representatives on 

an ad hoc basis) depending on the meeting agenda.  

4. National authorities of the Member States (at regional and local levels). Like 

for organisations, national authorities appoint their representatives in the 

group.  

Thus, in the first two cases members of Commission expert groups are individuals 

(whether they are independent experts or experts representing a common interest), 

while in the third and fourth cases the members are the private or public bodies 

themselves, which then appoint their representatives. 

Expertise may take many forms, both scientific knowledge and knowledge derived from 

practical experience. The composition of the SecAG comprises according to the EC 

experts from: 

¶ Research 

¶ Civil protection 

¶ Civil Service 

¶ Academia (Research) 

¶ Transport 

¶ Industry 

¶ EU agency (Law enforcement, Border security, Other, Defence) 
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¶ Research Institute (Energy, Research) 

¶ Corporate (Other, Telecommunication) 

¶ Association (AeroSpace and Defence, Space, Research, Other, Security and 

Defence, Industry) 

¶ Engineering (IT, infrastructure) 

The SecAG (Security Advisory Group) is, nevertheless one of the consultation organs 

which can open the way for CSO input to the policy-making process of the EC in future 

security research. A recent report commissioned by the European Parliament’s LIBE 

Committee criticizes that representatives from Social Sciences and Humanities 

university departments, and civil society representatives, have been considerably 

underrepresented, in comparison to industrial actors and research and technology 

organizations (RTOs). 

“The policy-making process on security research sidesteps a number of societal actors. 

This is reflected both in the high-level Public-Partner Dialogue and in the second-track 

expert groups tasked with defining security research, where representatives of security 

industry and public security bodies are overwhelmingly present, at the expense of actors 

who may speak in the name of the citizens, including MEPs or non-governmental 

organisations. The unequal representation of industry, security agency and civil society 

in the policymaking process helps to understand why security research in the European 

Union is framed in a way that ignores the interests of the latter.” 

 

 

Figure 2 - Origin of participation in the EC FP7 Security Advisory Group (2007-2012) (European Parliament 2014, p. 13) 
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The SecAG inputs come early in the first two stages of the security research policy cycle, that is, 

first,  in the diagnosis and ranking of issues which the security research agenda should address, 

and, second, in the formulation of concrete calls for research actions. 

As of now, there is considerable untapped potential for enriching the SecAG with practitioner 

CSOs from a diversity of areas. 

6.1.3. Strengths and Weaknesses of EU set ups  

 

Strengths Weaknesses 

 

Oneness mission Overlap existing set ups 

Landscape actors defined  Double thematic forums 

Go online with SR program Promotion and positioning at EU level 

Security research focus guarantee Guarantee local engagement 

Reference Desk Support  It has not been taken into account - weaknesses 

and lack of access to information technology 

and the digital divide 

promoting communication Effort and dedication to maintain activity 

Encouraging debate and discussion Guarantee updated mission 

Development of skills and 

competencies of potential 

stakeholders 

Need of motivated CSOs and participatory 

 

 

6.2. The instrument of Mobilisation and Mutual-Learning (MMLs):12 

6.2.1. Introduction 

In Horizon2020 a call topic may be specifically designed to solicit public engagement in research and 

innovation. Depending on the focus, such a dedicated call may take on the form of either a Research 

and Innovation Action (RIA) or a Coordination and Support Action (CSA). In Horizon2020 there exists 

a type of CSA called a Mutual Learning Action Plan (MML), which is particularly suited towards 

fostering multi-actor and public engagement in research and innovation.  

The Science in Society Work Programme 2012 contained a call for proposals aimed at financing 

Mobilisation and Mutual Learning Action Plans (MMLAP) on Societal Challenges. An MML Action 

Plan aims to create mechanisms to:  

¶ Address Societal Challenges where science and technology are involved  

¶ Bring together a wide range of actors  

¶ Pool partners’ knowledge and experience  

                                                      
12 We are indebted to Dr Philippe Galiay and to Mr. Antonio Scarafino from the European Commission for providing us 
with useful information. 
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¶ Develop mutual understanding and joint solutions  

https://ec.europa.eu/research/swafs/pdf/pub_archive/mobilisation-mutual-learning-work-

programme-2012_en.pdf  

MMLs were analysed according to the following criteria: 

1) Multi-stakeholder 

2) Permanent-temporary-ad hoc, and 

3) Influential- not influential 

In order to gain information from existing networks in the field of societal engagement to serve as 

recommendations for a security research CSO network, MML (MULTISTAKEHOLDER EXCHANGE 

PLATFORMS) have been analysed. The approach applied: 

¶ Extensive desk research 

¶ State questions to project coordinators by email. 

¶ Interviews by phone. 

¶ Due to the short time available for this research the addressees could not always be reached 

and the analysis is limited to data available from MMLs projects web site and internet.  

6.2.2. Analysis of MMLs projects: 

 

Project  

1 

ASSET PROJECT 

Main 

Sources 

www.asset-scienceinsociety.eu/  

How do they involve CSOs in their platforms, if they do? 

The ASSET working groups are connected with a virtual Community of Practice (CoP); this is the 

space where most project issues are discussed in an open forum. The CoP also hosts project 

instruments, products, and a calendar of events.  

(Citizens’ Meetings, Social media mobilization, best practice platform and stakeholder portal, local 

initiatives, high-Level Policy Forum, Pandemic Preparedness and Response Bulletin, Web Portal, 

Summer School) 

What does (society/the project) achieve involving CSOs in their platforms? 

no concrete stakeholders description found 

What did not work?   

The Community of Practice (CoP) was not used by all participants, meaning it was insufficient to 

serve as a continuous contact tool BUT The CoP is not the only internal communication tool of 

https://ec.europa.eu/research/swafs/pdf/pub_archive/mobilisation-mutual-learning-work-programme-2012_en.pdf
https://ec.europa.eu/research/swafs/pdf/pub_archive/mobilisation-mutual-learning-work-programme-2012_en.pdf
http://www.asset-scienceinsociety.eu/
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Project  

1 

ASSET PROJECT 

ASSET. In fact many contacts still go through ordinary email. For the MMLAP virtual cluster, a 

database on EU-funded MMLAP projects has been completed and is available on the CoP, and 

contacts with the MMLAP project leaders are ongoing. CONSIDERING EVENTS it is not easy to 

enroll appropriate participants in those events without also offering travel and lodging 

expenses. 

Enrollment of High level stakeholders was restricted by the short preparatory time, but it also 

became clear that the allocated travel and lodging resources were insufficient to enroll already 

very busy top stakeholders. 

Could they become permanent set ups? Can we take it as example to SR set ups? 

The Community of Practice has become an invaluable tool that allows everyone to follow up and 

participate in project activities and to easily gain an overlook of what is currently happening. In 

addition, the platform has become a place of discussion of various topics related to pandemics 

and epidemics, facilitating exchange of perspectives and knowledge. 

How influencing is this MML project to EU Agendas (in their fields)?  

No data to determinate influence 

 

Project  

2 

BeWater project 

Main 
Sources 

www.bewaterproject.eu/project/timeline-bewater  

www.bewaterproject.eu/project 

How do they involve CSOs in their platforms, if they do? BeWater involves society in 
discussions on current water uses and their related problems, raising public awareness of the 
importance of sustainable water management, with particular focus on the expected climate 
change impacts at River Basin scale”  

What does (society/the project) achieve involving CSOs in their platforms? BeWater is mutli-
stakeholder and engages with civil society. The website states it “engages with local 
communities”. 

What did not work?   

Nothing to report 

Could they become permanent set ups? Can we take it as example to SR set ups? 

The project runs from 2013 to 2017, and is therefore not permanent. However, it does link to a 
network of organizations who have been involved in a number of projects as:  
http://www.bewaterproject.eu/project/bewater-network  

How influencing is this MML project to EU Agendas (in their fields)?  

http://www.bewaterproject.eu/project/timeline-bewater
http://www.bewaterproject.eu/project/bewater-network
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Project  

2 

BeWater project 

The project is associated with climate change, but not the wider EU security agenda. It is therefore 
not influential. 

 

Project  

3 

CASI Public Participation in Developing a Common Framework for Assessment 
and Management of Sustainable Innovation 

Main 
Sources 

www.casi2020.eu  

www.sustainnovation.eu 

How do they involve CSOs in their platforms, if they do? 

CASI is proposed as a response to one of the Grand Challenges set out in the Horizon 2020 
program of the European Union, namely “Climate action, environment resource efficiency and 
raw materials”. 

CASI is multi-agency. It represents an EU-wide cross-sectoral partnership on innovation-related 
challenges and considers not only the impacts of social and technological innovation, but also the 
types of actors involved and their inherent interests. It thus effectively integrates the perspectives 
of civil society, SMEs, industry, policy stakeholders and leading academics. 

What does (society/the project) achieve involving CSOs in their platforms? 

CASI emphasizes dialogue and participation, and relies on highly participatory methods of 
engagement when it comes to integrating citizens’ inputs. 

What did not work?   

Nothing to report 

Could they become permanent set ups? Can we take it as example to SR set ups? 

CASI is not permanent. CASI is a project supported by the Science I Society Program of FP7, Theme 
SiS.2013.1.2-1 “Mobilization and Mutual Learning (MML) Action Plans: mainstreaming Science in 
Society actions in research”. CASI will run for 42 months, from January 2014 until June 2017. 
However, it may continue to operate longer term. It is established a sustainable Innovation web 
portal. Since the beginning of May 2014 a new web portal has been aggregating in a user-
accessible form all knowledge produced within CASI.  In addition, CASI includes 19 partner 
organizations from 12 countries in the European Union, and relies on an extended network of 
national experts in the remaining 16 countries not represented in the consortium to ensure 
coverage and inquiry in every EU member state. 

How influencing is this MML project to EU Agendas (in their fields)?  

CASI is broadly associated with security research. CASI investigates the scope of sustainable 
innovation as a societal phenomenon and enables the elaboration of an assessment framework 
of sustainable innovation practices, whose application can be successfully integrated into public 
policy developments. CASI is based on the understanding of innovation as a key driver of societal 
progress in the age of technology and of imminent uncertainties about the future. Sustainable 
innovation, on the other hand, further enhances this understanding by introducing sustainability 
as a focal core of the innovation process.  CASI will further explore the impacts of innovative 

http://www.casi2020.eu/
http://www.sustainnovation.eu/
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Project  

3 

CASI Public Participation in Developing a Common Framework for Assessment 
and Management of Sustainable Innovation 

practices, as well as of specific technological and social innovations, vis-à-vis the persisting 
challenges of climate change adaptation and resource depletion, and the societal effects thereof.  

 

Project  

4 

EJOLT The Environmental Justice Organizations, Liabilities and Trade  

Main 

Sources 

www.ejolt.org/project/ 

How do they involve CSOs in their platforms, if they do? 

EJOLT is multi-stakeholder, uniting scientists, activist organizations, think-tanks and policy-makers 

from the fields of environmental law, environmental health, political ecology, and ecological 

economics. 

EJOLT’s Action Plan comprises the production of databases, networking platforms, mutual case 

study development, workshops, possible legal actions, policy papers, dissemination of best 

practices, round-table events, and training materials on environmental conflicts for EJOs, other 

stakeholders and policy-makers, geared to a key issue of great immediate interest to society, 

namely. 

What does (society/the project) achieve involving CSOs in their platforms? 

It’s a global research project bringing science and society together to catalogue and analyze 

ecological distribution conflicts and confront environmental injustice.  

What did not work?   

Nothing to report 

Could they become permanent set ups? Can we take it as example to SR set ups? 

It’s not permanent and is currently not funded. It was funded by European Commission under FP7 

from 2011-2015 

How influencing is this MML project to EU Agendas (in their fields)?  

The project supports the work of Environmental Justice Organizations, focusing on science and in 

environmental activism and policy-making. Central concepts are Ecological Debts (or 

Environmental Liabilities) and Ecologically Unequal Exchange. EJOLT is therefore only narrowly 

and indirectly related to EU security research. 
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Project  

5 

GAP2 

Main 

Sources 

http://gap2.eu/  

How do they involve CSOs in their platforms, if they do? 

GAP2 is multi-stakeholder. GAP2′s work is coordinated by an interdisciplinary team across Europe, 

with expertise ranging from social science to fisheries management. GAP2’s purpose is to 

demonstrate the role and value of stakeholder-driven science within the context of fisheries’ 

governance. Put simply: “we bring scientists, fishermen and policy makers together” 

What does (society/the project) achieve involving CSOs in their platforms? 

GAP2’s purpose is to demonstrate the role and value of stakeholder driven science within the 

context of fisheries’ governance.  

What did not work?   

Nothing to report 

Could they become permanent set ups? Can we take it as example to SR set ups? 

GAP2 is not permanent. It is funded by the European Commission’s FP7 Capacities’ program. 

How influencing is this MML project to EU Agendas (in their fields)?  

GAP2 is not influential in relation to EU security program, as it focuses on the governance of 

fisheries. But the Participatory Research and Co-management in Fisheries Symposium was 

dedicated to exploring the challenges and opportunities presented by the collaborative research 

methods GAP2 has deployed across Europe in the fisheries field.  

 

Project  

6 

INPROFOOD PROJECT 

Main 

Sources 

http://www.inprofood.eu/  

How do they involve CSOs in their platforms, if they do? 

They don’t have CSO-specific platform, however they produced a comprehensive database with 

the contact details of CSOs from all participating countries in INPROFOOD. One key CSO was full 

project partner to develop the methodology. The other 'regular' project partners were responsible 

for the recruitment and integration of CSOs from their respective country as 'experts' in our 

workshops 

What does (society/the project) achieve involving CSOs in their platforms? 

http://gap2.eu/
http://cordis.europa.eu/fp7/capacities/home_en.html
http://www.inprofood.eu/
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They have integrated basically 3 kinds of stakeholders: Public Institutions, Private Companies (for-

profit), and Civil Society Organizations (non-profit) 

Determination of 'relevant' stakeholders is very difficult. Who is concerned and thus a 

stakeholder? In general topics as food and security, every single citizen is concerned in principle. 

But who do you involve in practice? Making a choice is arbitrary but necessary in the end. 

What did not work?   

¶ CSOs are very diverse - in topic and also in size. Many CSOs only care about their very 

specific field and have no further political engagement on their agenda. E.g. helping 

people with allergy problems, but not influencing research agendas. 

¶ European countries are very diverse. Great effort in recruiting CSOs. Public registers 

with CSOs do not always exist (example: Turkey). 

¶ Difficult to motivate as small CSOs are often consisting of volunteers and non-

professionals. Material compensation sometimes helps, but not always. Only bigger 

CSOs have political horizons and are self-motivated (it is their genuine task to 

participate!) 

¶ CSOs can bring additional topics to the table, especially at the very beginning of a 

research process. 

¶ CSOs can help to avoid strategic mistakes in research and research communication. 

¶ CSOs are often anti-capitalistic, anti-establishment, even with an esoteric science 

understanding, polemic communication style, etc.  Very difficult to deal with, almost 

no cooperation possible because of fundamental differences. 

¶ Additional funding for the invitation of CSOs to workshops is helpful. 

¶ Watch out for 'fake' CSOs. Many CSOs are entirely or partly industry funded but claim 

to be independent and citizen oriented!  

Could they become permanent set ups? Can we take it as example to SR set ups? 

No data to determinate  

How influencing is this MML project to EU Agendas (in their fields)?  

No data to determinate influence 

 

Project  

7 

MAPPING (Managing Alternatives for Privacy, Property and Internet Governance) 

Main 

Sources 

http://www.diplomacy.edu/capacity/mapping  

http://www.diplomacy.edu/capacity/mapping
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How do they involve CSOs in their platforms, if they do? 

The project involves several partners described as NGOs or civil society organizations. In addition, 

the projects claims to be multi-stakeholder (and makes reference to CSOs). 

What does (society/the project) achieve involving CSOs in their platforms?  

The website states that: The key to MAPPING’s success would be its planned mobilization of a 

wide spectrum of ICT-related stakeholders and social actors from both EU Member States and 

associated countries. This will include academics, law and policy makers, ISPs, international and 

EU Internet governance bodies, NGOs and civil society organizations. 

What did not work?   

Nothing to report 

Could they become permanent set ups? Can we take it as example to SR set ups? 

The project is not permanent. MAPPING is co-financed by the 7th Framework Program of the 

European Commission. The project commenced in March 2014 and is scheduled to run until 

February 2018. However, it does build on a number of previous projects. 

How influencing is this MML project to EU Agendas (in their fields)?  

MAPPING is influential for a range of projects and cross-cutting themes covered in the European 

Security program. It aims to create an all-round and “joined-up” understanding of the many and 

varied economic, social, legal and ethical aspects of the recent developments on the Internet. It 

also explores the consequences of these developments for the individual and society at large, 

focusing in particular on three complementary and interlinked problem areas: Intellectual 

Property Rights, Privacy and Internet Governance  

 

Project  

8 

MARLISCO - Marine Litter in Europe Seas: Social Awareness and CO-

Responsibility 

Main 

Sources 

http://www.marlisco.eu/  

http://cordis.europa.eu/project/rcn/103611_en.html 

How do they involve CSOs in their platforms, if they do? 

The main focus of MARLISCO Project is to provide and evaluate mechanisms to enable society to 

perceive the impact of litter on the marine environment, to identify the land-based activities that 

are involved and collectively arrive at solutions to reduce that impact – in particular solutions that 

can be implemented locally but have a regional effect. 

http://www.marlisco.eu/
http://cordis.europa.eu/project/rcn/103611_en.html
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The Project is composed by 20 organizations from which around 55% are CSOs. The project does 

not target specifically CSO but society in general and younger generations particularly. 

By developing innovative mechanisms and tools, MARLISCO aims to 

effectively engage, inform and empower society, reaching the widest possible audience. Its 

activities include: 

¶ Develop a scoping study of the sources and trends regarding marine litter in each 

Regional Sea. 

¶ Collection and dissemination of best practices from all partner countries. (Having 

compiled 72 best practice scenarios). 

¶ Conduct a survey on the prevailing perceptions and attitudes of different stakeholders 

regarding marine litter. 

¶ Organize a European video contest for youngsters to collect their visions on the issue of 

marine litter and empower them as agents of change in society. In total, 379 videos were 

submitted involving more than 2,000 students. 

¶ Organization of National fora debates in 12 partner countries. Each fora consisted in an 

expert panel providing access to the most up to date research and scientific information 

about marine litter. The fora provided a non-confrontational and inclusive environment 

for participants to discuss marine litter and its impact. 

¶ Produce MARLISCO educational material “Know Feel Act! To Stop Marine Litter” aiming 

to inform, sensitize and enable European teachers and students to take action to tackle 

the problem of litter in our seas and coasts. 

¶ Develop a serious game on marine litter especially for youngsters. It consists of 

simulations of real-world events or processes designed for the purpose of solving a 

problem and/or raising awareness. 

¶ Organize diversified, tailor-made national activities including exhibitions, workshops, 

festivals, clean ups, etc. 

What does (society/the project) achieve involving CSOs in their platforms? 

Around 55% of the partners are CSO, their participation ensures a strong and solid communication 

and engagement of society. The main goal of the project is to develop innovative mechanisms 

and tools, to effectively engage, inform and empower society, reaching the widest possible 

audience.  

They use different channels and ways to reach society from more traditional workshops and fora 

to video contests and serious games. The project is able to efficiently create awareness about the 

problem and to engage society (particularly children) to care about this issues and to take action.    

What did not work?   
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Nothing to report 

Could they become permanent set ups? Can we take it as example to SR set ups? 

Some of activities could be considered as permanent set ups (i.e. the educational material, the 

serious games and videos). Some of the activities could be considered to be applied to SR such as 

the educational material, and the serious games, the national debates, the video contest. The first 

two, can be considered as learning actions where participants or target groups acquire new 

relevant knowledge. The other two, can be considered as engaging actions where participants or 

target groups are actively involved in the activities and are able to provide feedback and opinions.     

How influencing is this MML project to EU Agendas (in their fields)?  

The project developed a guide “how to communicate with stakeholders about marine litter – a 

short guide to influencing behavioral change”. 

The document brings together insights gained throughout the MARLISCO project, drawing on key 

findings from large scale stakeholder surveys conducted across Europe and attempts to influence 

attitudinal and behavioral change with a number of stakeholder groups, summarizing best 

practice of effective communicate and engagement. 

This type of actions can have an impact in the EU agendas, if society and relevant stakeholders 

are increasingly concerned about the problem in question (in this case marine litter) and the issue 

is considered a research priority and funding should be available.  

 

Project  

9 

NERRI - Neuro-Enhancement: Responsible Research and Innovation 

Main 

Sources 

http://www.nerri.eu/eng/home.aspx  

http://cordis.europa.eu/project/rcn/108652_en.html 

How do they involve CSOs in their platforms, if they do? 

The NERRI project aims to contribute to the introduction of Responsible Research and Innovation 

(RRI) in neuro-enhancement (NE) in the European Area and to shape a normative framework 

underpinning the governance of neuro-enhancement technologies. 

The NERRI project works to establish productive dialogue between potential users, potential 

“designers” (researchers, engineers, developers) and potential legislators of Neuro-Enhancement 

technologies, before products start to hit the marketplace.  

The project will involve different stakeholders and will promote a broad societal dialogue about 

neuro-enhancement, through mobilization and mutual learning (MML) activities such as 

http://www.nerri.eu/
http://www.nerri.eu/eng/home.aspx
http://cordis.europa.eu/project/rcn/108652_en.html
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interviews and workshops engaging scientists, policy-makers, industry, civil society groups, 

patients and the wider public. 

What does (society/the project) achieve involving CSOs in their platforms? 

By enhancing dialogue between potential users, potential designers and potential legislators of 

Neuro-Enhancement technologies before products start to hit the marketplace, the project aims 

to ensure that  technological research and innovation proceed in ethically acceptable and socially 

desirable directions. Thus, these technologies will be potentially more accepted by the society 

when they reach the market.  

To structure this complex socio-technical domain the project propose Analytic Classification of NE 

technologies into currently available methods, experimental and hypothetical technologies. Each 

of the types raises some fundamental ethical, legal, social and economic issues, which have 

different relevance to various societal groups point to different methods of stakeholder 

engagement, and require different regulatory approaches. 

And to complement this, mobilization will form the central focus of the project, with particular 

attention to better understand the hopes, fears and expectations of the wider public. 

What did not work?   

Nothing to report 

Could they become permanent set ups? Can we take it as example to SR set ups? 

The development of what the NERRI calls Analytic Classification of complex research or 

technologies and drawing fundamental ethical, legal, social and economic issues with different 

relevance to various societal groups may contribute to a better understanding of these concepts 

by society. However, for ensuring a successful impact in the society´s perception on these 

technologies it is key to accompany this with a strong, continuous and efficient communication 

to the target groups, using the right means.       

To implement this type of approach to SR could have a positive impact to the acceptance of 

certain SR by society. For instance, to disseminate the ethical, legal, social and economic aspects 

of SR concepts and measures to civil society organizations and citizens at large could contribute 

to a better understanding and acceptability of these concepts when they reach the market or are 

implemented.  

How influencing is this MML project to EU Agendas (in their fields)?  

Besides facilitating the dialogue between stakeholders, NERRI will also put forward policy 

recommendations for the governance of neuro-enhancement technologies.  

Furthermore the project will also produce a white paper on neuro-enhancement in Europe, 

focused on the potential and surplus value of innovative deliberative tools compared to 

http://www.nerri.eu/
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traditional formats, paying special attention to the active use of genres of the imagination as well 

as to MLEs as enactments of the RRI concept. Such a document may become a key component of 

the NERRI legacy. 

The project intended to develop a shared agenda on neuro-enhancement in Europe. It is worth 

noting, during the project they have not encountered anything like a mainstream public opinion 

on neuro-enhancement in Europe, but numerous points of view, interests, hopes and fears. Such 

a cacophony of voices, however, is not the best basis for the Shared Agenda they hoped to 

develop. 

The project shall have certain impact to the EU agenda namely towards the need to reach a 

common understanding of neuro-enhancement in Europe, scope and objectives.  

 

Project  

10 

PACITA - Parliaments and Civil Society in Technology Assessment 

Main 

Sources 

http://www.pacitaproject.eu/  

http://cordis.europa.eu/result/rcn/140316_en.html 

How do they involve CSOs in their platforms, if they do? 

The project aimed at increasing the capacity and enhancing the institutional foundation for 

knowledge-based policy-making on issues involving science, technology and innovation, mainly 

based upon the diversity of practices in Parliamentary Technology Assessment (PTA). 

The key practices in focus are interactive in the sense that they engage science, civil society 

organizations, stakeholders, citizens, parliaments and/or governments directly in the activities in 

order to activate different kinds of knowledge, engage the actors, create common ownership to 

the results and enhance the communication between the societal actors. 

The three main methodological clusters in PTA – expert based methods, stakeholder involvement, 

and citizen consultations – were respectively exemplified by 3 cross-European projects: Public 

Health Genomics, Ageing Society and Sustainable consumption. 

An improved use of knowledge in policy-making is the key science-in-society objective for PACITA, 

and it is pursued by a combination of activities, which promotes institutionalization of political 

knowledge brokering. It is of course out of reach of the PACITA consortium to decide if knowledge-

based decision-making will be further institutionalized or in other ways more established inside 

Europe.  

What does (society/the project) achieve involving CSOs in their platforms? 

http://www.nerri.eu/
http://www.pacitaproject.eu/
http://cordis.europa.eu/result/rcn/140316_en.html
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landscape by promoting the praxis of interactive parliamentary assessment in countries without 

institutionalized parliamentary technology assessment (PTA). An important part of this is to create 

awareness of public participation/consultation methods for use in support of policy-making. As 

well as more expert oriented methods of TA. 

What did not work?   

Nothing to report  

Could they become permanent set ups? Can we take it as example to SR set ups? 

PACITA will establish a strong and active mobilization and mutual learning platform on 

knowledge-based decision-making processes – then it can only be hoped that this will be coined 

as a set of new professional organizations on knowledge-based decision-making in the European 

member states. 

How influencing is this MML project to EU Agendas (in their fields)?  

The project has produced many documents, such as expert papers, policy briefs, and policy 

reports, among others, which shall have an impact to the European policy landscape.   

Overall the project aims to have an impact or influence to the implementation of praxis of 

interactive parliamentary assessment. 

 

Project  

11 

The PERARES project2 

Main 

Sources 

http://www.livingknowledge.org/projects/perares/  

Deliverables are not available in the web site (Experiences and attitudes of 

Research Funding Organizations towards public engagement with research with 

and for civil society and its organizations (Report 2013); Organizing scenario 

workshops to develop partnerships between researchers and civil society 

organizations (Guide 2013)  

How do they involve CSOs in their platforms, if they do? 

Public Engagement with Research And Research Engagement with Society - (2010-2014) (FP7-SIS 

- Specific Program "Capacities": Science in society - CORDIS Project reference: 244264) which 

aimed to strengthen public engagement in research (PER) by involving researchers and Civil 

Society Organizations (CSOs) and citizens in Europe in the formulation of research agendas and 

the research process. For this, partners linked existing debate formats – such as science café’s, 

science festivals, online-forums – with the Science Shop network - already linking civil society and 

research institutes. 

What does (society/the project) achieve involving CSOs in their platforms? 

http://www.pacitaproject.eu/documentation/
http://www.livingknowledge.org/projects/perares/
http://www.livingknowledge.org/livingknowledge/wp-content/uploads/2014/01/WP8-Report-Europe-Final-14-January.pdf
http://www.livingknowledge.org/livingknowledge/wp-content/uploads/2014/01/WP8-Report-Europe-Final-14-January.pdf
http://www.livingknowledge.org/livingknowledge/wp-content/uploads/2014/01/WP8-Report-Europe-Final-14-January.pdf
http://www.livingknowledge.org/livingknowledge/wp-content/uploads/2014/01/D03-1-perares-244264_organizing-scenario-workshops.pdf
http://www.livingknowledge.org/livingknowledge/wp-content/uploads/2014/01/D03-1-perares-244264_organizing-scenario-workshops.pdf
http://www.livingknowledge.org/livingknowledge/wp-content/uploads/2014/01/D03-1-perares-244264_organizing-scenario-workshops.pdf
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It used various debates (or dialogues) on Science to actively articulate research request of civil 

society 

What did not work?   

Nothing to report. It could not be assessed. 

Could they become permanent set ups? Can we take it as example to SR set ups? 

As part of the PERARES project, work package 3 'Permanent debates between research 

institutions and civil society organizations’ aimed to investigate methods to exchange 

knowledge, priorities, values and opinions between researchers / research institutions and civil 

society organizations (CSOs). The experiences during the work for this project led to the 

identification of three types of scenario workshop: ‘Strategies‘, ‘Synergies ‘and ‘Developments. 

In the web site doesn’t state that these 'Permanent debates between research institutions and 

civil society organizations will be sustainable after the end of the project. 

How influencing is this MML project to EU Agendas (in their fields)?  

These debates move ‘upstream’ into agenda settings but no reference has been found to 

determinate this project as influence. 

 

Project  

12 

PLACES 

Main 

Sources 

Project website http://www.openplaces.eu/  

How do they involve CSOs in their platforms, if they do? 

PLACES facilitated a three-way conversation between science, policy makers and society in 

Europe. It resulted in a vision for science policy at city level and hundreds of interconnected 

local networks 

What does (society/the project) achieve involving CSOs in their platforms? 

City Partnerships are the engines of PLACES: they produce visionary Local Action Plans based on 

science communication policy-making and engage citizens in dialogue through Pilot Activities. 

What did not work?   

No concrete stakeholder’s description found. It could not be assessed. 

Could they become permanent set ups? Can we take it as example to SR set ups? 

The OPEN Platform is the workspace and meeting place for people working on PLACES as well as 

a “science in society” resource center. It’s for people from any number of projects or networks 

http://www.openplaces.eu/
http://www.openplaces.eu/resources/pilot_activities
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who want to contribute to PLACES.  

PLACES has online presence but we cannot consider it as a permanent platform, Latest blog post 

was 12th march 2014, updated news makes reference to November 2014. No updates 

information has been found in the on line presence.  

How influencing is this MML project to EU Agendas (in their fields)?  

A set of recommendations is being published as a result – a useful resource for local science 

actors and policy makers. Science communication institutions form the structure of the PLACES 

project. They form alliances with like-minded organizations and work toward influencing science 

communication policy in their communities. 

NO references has been found to determinate the current influence. 

 

Project  

13 

Project R&DIALOGUE  

 

Main 

Sources 

http://www.rndialogue.eu ;  

- References and key deliverables: Project brochure presented at our final 

event on 18 November 2015: 

http://rndialogue.eu/uploads/doc/RnDialogueBrochure.pdf  

- European Dialogue Report: 

http://rndialogue.eu/uploads/doc/European%20Dialogue%20Report.pdf  

- European Vision and Action plan: 

http://rndialogue.eu/uploads/doc/European%20Low-

Carbon%20Vision%20and%20Action%20Plan.pdf  

How do they involve CSOs in their platforms, if they do? 

Research institutes, public bodies, civil society organizations, and industry associations have been 

active proponents of R&Dialogue and a basis for its success.  Environmental NGOs, large industrial 

players, regulators, media, and politicians have been less universally enthusiastic and active in the 

efforts of the ten low-carbon dialogues of R&Dialogue. In some countries these organizations 

were very active and interested. In other countries they were hard to reach and difficult to 

include. These organizations are crucial for the success of any low-carbon dialogue.  

Participants met regularly in these Dialogue Councils to exchange their views and thoughts on a 

future with little to no CO2-emissions. In addition to the number and duration of the meetings, 

the other major variations between the countries were related to the dialogue format, facilitation, 

rules, venue and additional communication methods.( 'World Café' - 'Future Workshop' - 

http://www.rndialogue.eu/
http://rndialogue.eu/uploads/doc/RnDialogueBrochure.pdf
http://rndialogue.eu/uploads/doc/European%20Dialogue%20Report.pdf
http://rndialogue.eu/uploads/doc/European%20Low-Carbon%20Vision%20and%20Action%20Plan.pdf
http://rndialogue.eu/uploads/doc/European%20Low-Carbon%20Vision%20and%20Action%20Plan.pdf
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'Dynamic Facilitation' - 'Dragon Dreaming') 

What does (society/the project) achieve involving CSOs in their platforms? 

This resulted in an unprecedented open dialogue for the Dialogue Council members and in a 

shared vision on a low-carbon society and action plan to achieve it. Parallel to these national 

activities, efforts were undertaken to integrate findings at a European level. Also, a team of 

social scientists endeavored to support the process and investigate emotional aspects and social 

values underpinning the dialogue. 

What did not work?   

In some cases thought these meetings a specific set of rules was agreed (inclusive process, 

listening, flexibility, positive competitiveness, playfulness, modified ‘Chatham House Rule’, 

responsible participation but others no specific dialogue rules were decided. 

Could they become permanent set ups? Can we take it as example to SR set ups? 

As a best case we can underline that the type of dialogue championed by this project does not 

usually fit the modus operandi of organizations. It involves a certain amount of openness, 

uncertainty and flexibility that may scare off some participants. This challenge needs to be further 

tackled in future dialogues. 

Online presence continues - R&Dialogue will remain as an interested network organization and 

maintain an online presence via the website rndialogue.eu. This will allow us to quickly organize 

for opportunities in the low-carbon dialogue and keep delivering the R&Dialogue lessons and 

experiences. 

How influencing is this MML project to EU Agendas (in their fields)?  

Both Civil Society Organizations and energy experts have shown great enthusiasm in the work of 

R&Dialogue. It is worth the effort to simply be in the same room with people you rarely talk to 

and discuss strategy, daily work and common challenges in achieving a low-carbon society. Once 

the dialogue starts going, it is in many cases easier to find understanding and common ground, 

which often seems impossible to find in other ways.  

No influential at this moment. 

This additional information for has been elaborated by Project R&DIALOGUE Project coordinator 

(Mr. Gert-Jan van der Panne, MSc (Coordinator) 

The first lesson we have learnt in R&Dialogue is that each stakeholder in the field of energy 

has a different idea of what should be done. It is also true that many vested interests are 

involved. Because of this it is quite difficult for all players to imagine a non- 

Competitive and collaborative exchange process with an open outcome. Existing positions 



 

Version 0.7 Final version                |                   27th April 2016                   |                       Page 49 of 70 

SecurePART  |   608039 

D5.3. Recommendation on permanent institutional set-ups for CSO engagement in Security Research 

Project  

13 

Project R&DIALOGUE  

 

tend to pre-determine the possible results, thus eventually stifling dialogue. Also the 

lobbying approach and the common polarized debate style seems to condition the mind 

towards a kind of interaction which has little room for uncertainty. Instead uncertainty is 

a necessary ingredient for finding a new kind of relationship and a dialogic approach to 

problem solving.  

The second lesson thus is that we need to be aware of a low tolerance for uncertainty. 

This uncertainty is an emotional component that cannot and should not be eliminated, 

and therefore calls for more frequent and intensive dialogue experiences. Becoming 

familiar with dialogue exchange would have a positive impact, both at a conscious and an 

unconscious level, on the possibility of sharing the burden of uncertainty. It can provide 

the psychological support needed to better face the complex challenges associated with 

overhauling the energy system.  

Third lesson learnt is about many specific aspects must be considered to organize a multi-

stakeholder dialogue, starting from every day processes, like how a meeting is organized 

or a document produced. The R&Dialogue experience has allowed us to detect some 

diffidence about how the different stakeholders look at each other’s working ways 

(procedures, rhythms, habits, etc.), for instance the way consultants versus researchers 

work, leading to strong doubts about the resulting products. From science to journalism, 

from environmental activism to policy processes, from industry to citizens, the gap existing 

between different approaches often makes it difficult to understand each other and 

develop a functional collaboration. (Source: Information provided by project coordinator) 

Therefore, a lot of attention should be given to harmonize the collaboration process, giving due 

relevance to the different approaches, making them more explicit for the outsiders and enabling 

participants to make joint choices that will create a “common” space and procedures, something 

everyone can work well with. 

 

Project  

14 

ROBOLAW 

Main Sources http://www.robolaw.eu/ project website  

How do they involve CSOs in their platforms, if they do? 

Nothing to report 

What does (society/the project) achieve involving CSOs in their platforms? 

CSO has not be considered in the list the list of the categories of stakeholders identified so far 

within the RoboLaw project 

http://www.robolaw.eu/


 

Version 0.7 Final version                |                   27th April 2016                   |                       Page 50 of 70 

SecurePART  |   608039 

D5.3. Recommendation on permanent institutional set-ups for CSO engagement in Security Research 

Project  

14 

ROBOLAW 

What did not work?   

Nothing to report 

Could they become permanent set ups? Can we take it as example to SR set ups? 

Online presence continues no updated. The ROBOLAW project has concluded in May 2014. The 

website refers to download the document entitled 'd6.2 guidelines for regulating robotics' 

http://www.robolaw.eu/RoboLaw_files/documents/robolaw_d6.2_guidelinesregulatingrobotics

_20140922.pdf   

This platform cannot be considered as permanent set up 

How influencing is this MML project to EU Agendas (in their fields)?  

Nothing to report. It could not be assessed. 

 

Project  

15 

SATORI - Stakeholders Acting Together On the ethical impact assessment of -

Research and Innovation 

Main 

Sources 

http://satoriproject.eu/  

http://cordis.europa.eu/project/rcn/111019_en.html 

How do they involve CSOs in their platforms, if they do? 

The SATORI project will facilitate dialogue events and other network building activities to engage 

stakeholders in the process of consolidating and advancing ethical assessment of research and 

innovation. 

What does (society/the project) achieve involving CSOs in their platforms? 

The thorough ethics assessment conducted under the project could be updated overtime through 

continuous monitoring.     

What did not work?   

Nothing to report. It could not be assessed. 

Could they become permanent set ups? Can we take it as example to SR set ups? 

The aim of the project is to improve respect of ethics principles and laws in research and 

innovation, and to make sure that they are adequately adapted to the evolution of technologies 

and societal concerns. The partners will develop an ethics assessment framework based on 

thorough analysis, commonly accepted ethical principles, participatory processes and 

engagement with stakeholders, including the public, in Europe and beyond. 

How influencing is this MML project to EU Agendas (in their fields)?  

http://www.robolaw.eu/RoboLaw_files/documents/robolaw_d6.2_guidelinesregulatingrobotics_20140922.pdf
http://www.robolaw.eu/RoboLaw_files/documents/robolaw_d6.2_guidelinesregulatingrobotics_20140922.pdf
http://satoriproject.eu/
http://cordis.europa.eu/project/rcn/111019_en.html
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The substantial ethics assessment conducted under the project, which includes i) the principles 

and approaches in ethics assessment, ii) ethics assessments in different fields (i.e. natural 

sciences, engineering sciences, medical and life sciences, and social sciences), iii) the ethics 

assessment in different types of organizations, and iv) in different countries, aims to improve 

ethical assessment practices and strengthen respect for ethical principles in research and 

innovation. This analysis could be used as basis for defining further actions and strategies at 

research and policy levels.  

 

Project 

16  

SEiSMiC 

Societal Engagement in Science, Mutual Learning in Cities 

Main 

Sources 

http://www.seismicproject.eu 

How do they involve CSOs in their platforms, if they do? 

The project periodic report clearly speaks out regarding the involvement of CSOs, it therefore can 

be assumed that CSOs have extensively been involved in workshops and fora. 

In an effort to bridge the gap between the scientific community and society, SEiSMiC (Societal 

Engagement in Science, Mutual learning in Cities, www.seismicproject.eu) aims to create a 

structured dialogue and mutual learning with citizens and urban actors by setting up National 

Networks in 10 countries across Europe. With these national networks a platform is established 

that invites urban stakeholders from civil society, business, NGOs, youth, media, museums but 

also from research and policy to share their ideas, needs and results. 

What does (society/the project) achieve involving CSOs in their platforms? 

With the objective to bridge the gap between the scientific community and society regarding the 

issues of urban communities it is a necessity to involve CSOs and it can be even considered as the 

ideal playing field for CSO activities. 

The participants of the SEiSMiC consortium are primarily scientific university institutes and 

governmental organizations, however, they leverage the involvement of civil society advocates. 

What did not work?   

Could not be assessed. 

Could they become permanent set ups? Can we take it as example to SR set ups? 

SEiSMiC acts in close connection with JPI Urban Europe (Joint Programming Initiative). It is their 

aim to create attractive, sustainable and economically viable urban areas. This permanent 

network will continue to exist even after completion of SEiSMiC. 

http://www.seismicproject.eu/
http://www.seismicproject.eu/


 

Version 0.7 Final version                |                   27th April 2016                   |                       Page 52 of 70 

SecurePART  |   608039 

D5.3. Recommendation on permanent institutional set-ups for CSO engagement in Security Research 

Project 

16  

SEiSMiC 

Societal Engagement in Science, Mutual Learning in Cities 

The complete matter of city life, of urban living is very closely connected to security and security 

research, however the network Urban Europe could incorporate security research only as 

subsection dedicated to urban security issues.  

How influencing is this MML project to EU Agendas (in their fields)?  

Could not be assessed. 

 

Project  

17 

Sea For Society (SFS)  

Main 

Sources 

http://seaforsociety.eu/np4/home.html 

Project website, email contact with Manuel Cira, the project coordinator and 

Geographical Area Leader for France at Nausicaá, France. Unfortunately no reply 

to our answers was received. 

 

How do they involve CSOs in their platforms, if they do? 

Several CSOs have been involved: Ecsite - The European Network of Science Centers and 

Museums, IUCN - International Union for Conservation of Nature – European Regional Office, EBN 

- European Business & Innovation Centre Network, WON - World Ocean Network, etc. Several of 

them were WP leaders. 

The active participation of CSOs has been essential in the realization of the SFS innovative 

Mobilization and Mutual Learning Action Plan (MMLAP) is characterized by four elements: 

Adapt: Identification, collection and “translation” of scientific information relevant to citizens, 

stakeholders and Civil Society Organizations (/{hΩǎ); 

Acquire: Holding a Consultation Process across Europe, engaging citizens and stakeholders, to 

discuss the questions related to ecosystem services and explore the concept of Blue Society.     

Action: Spreading co-authored messages, ideas, and needs resulting from new knowledge 

generated in the consultation process to a broader range of different audiences (including 

research, marine and non-marine stakeholders, /{hΩǎ ŀƴŘ bƻƴ-Governmental Organizations 

όbDhΩǎύ and the wider public) through specific target actions; 

Advice: Developing the first concrete concept of the Blue Society and guidelines for a possible 

implementation.  

At the end of the project several mobilization activities have been organized with the support of 

the CSOs and their networks. They included training for capacity-building in science 

communicating organizations, multipliers and potential champions - CSOs, science museums / 

aquaria, journalists, marine institute communication departments etc. - through various 

programs including Blue Talks, Blue Cafés, Living Labs, Youth Parliaments, Open Days, Festivals 

http://seaforsociety.eu/np4/home.html
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Project  

17 

Sea For Society (SFS)  

and more. 

Through analysis and integration of the common outcomes of the Consultation Phase of the 

project, together with on-going evaluation of the Mobilization Phase the Blue Society concept 

has been developed improve the governance of research related to the oceans and seas. Several 

CSOs participated in the dedicated expert group and the steering group. 

What does (society/the project) achieve involving CSOs in their platforms? 

SFS developed the concept of the Blue Society and prepared mechanisms for cooperation in 

associating closely CSOs in its activities. At the heart of the process was public engagement in 

research which was facilitated by the CSOs participating in the project. 

A deeper definition of the Blue Society concept and its key principles was achieved based in 

particular on the results of the consultation outcomes involving the public and CSOs, its 

representatives. 

What did not work?   

It could not be assessed. 

Could they become permanent set ups? Can we take it as example to SR set ups? 

The Blue Society concept was developed by SFS and the work conducted by the project 

represents the first step in a cross-sectorial dialogue within Europe about the relationship 

between the sea and citizens' daily lives. It should contribute to the creation of a long-term 

platform and alliance for implementing the Blue Society concept at the European level. 

How influencing is this MML project to EU Agendas (in their fields)?  

In the course of the project concrete proposals for research and governance issues relating to 

the sea, co-developed with civil society, have been developed to be submitted to DG Research & 

Innovation and European institutions as part of the Responsible Research and Innovation (RRI) 

process. However we obtained no feedback from the project coordinator concerning their 

possible influence on the EU agenda. 

 

Project  

18 

SIforAge consortium,  

Providing innovative solutions for an active and healthy ageing 

  

Main 

Sources 

http://www.siforage.eu/ 

SIforAge is an ongoing project for the period from 01.11.2012 to 31.10.2016.  

The project is coordinated by the University of Barcelona with a consortia 

http://www.siforage.eu/


 

Version 0.7 Final version                |                   27th April 2016                   |                       Page 54 of 70 

SecurePART  |   608039 

D5.3. Recommendation on permanent institutional set-ups for CSO engagement in Security Research 

Project  

18 

SIforAge consortium,  

Providing innovative solutions for an active and healthy ageing 

  

consisting of members from 14 countries from Europe and Brazil. The coordinator 

has been contacted by mail so far without success. 

How do they involve CSOs in their platforms, if they do? 

The periodic report indicates various methods like participatory sessions and workshops with 

participation of end-users and civil society organisations as stated: 

Regarding social engagement and user participation, SIforAGE has developed a methodology for 

integrating end-users into technology and service development, through the implementation of 

places of exchanges called Technology Experience Cafés (TECs) 

Several Technology Experience Cafés were held in Denmark, France and Italy to introduce older 

people to modern technology and new media. Various seminars, focus groups, intervention 

programmes, participatory sessions and workshops were carried out in Brazil, Europe and 

Turkey. They evaluated seniors' views and needs for research purposes, and explored children 

and young people's perception. 

What does (society/the project) achieve involving CSOs in their platforms? 

SIforAGE is already working on participatory approaches that empowers stakeholders so they 

become replicators and key actors that counteract false ideas and misbeliefs about population 

ageing, so they can also spread evidence-informed knowledge and true facts about population 

ageing. This is being carried out through different channels and settings (knowledge 

management units, technology experience cafés, on-road experiences, focus groups, social 

campaigns, etc.). 

What did not work?   

Could not be assessed. 

Could they become permanent set ups? Can we take it as example to SR set ups? 

The SIforAge project is closely linked to the European Innovation Partnership on Active and 

Healthy Ageing (EIP-AHA), an ongoing partnership initiative running beyond the duration of the 

SIforAge project. Since the priorities of this partnership are considerably different from Security 

Research a direct link could not be envisaged.  

How influencing is this MML project to EU Agendas (in their fields)?  

Could not be assessed. 
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19  

Project SiS Catalyst 

Main 

Sources 

http://www.siscatalyst.eu & http://archive.siscatalyst.eu 

Project websites, email contact and interview on Feb. 15, 2016 with Mrs. Tricia 

Jenkins, principal investigator, Director of the International Centre for Excellence 

in Educational Opportunities at the University of Liverpool. She provided us with 

additional relevant documentation about the project. 

How do they involve CSOs in their platforms, if they do? 

The important participation of CSOs in this project was a prerequisite for fruitful activities and 

interesting outcomes. Many have been involved like several European networks with both 

international and national linkages, foundations and associations. A particularity of this MML 

was that thanks to its very international orientation it was in a position to learn globally with 

CSOs. 

What does (society/the project) achieve involving CSOs in their platforms? 

MMLs are by definition made up a range of stakeholders - developing a shared ethos which 

involves the recognition and exploration of many different perspectives is a complex and 

sometimes difficult task which requires trust and mutual understanding. 

A unique community of experts has been set up in the SiS Catalyst platform which now 

generates many other projects with similar objective looking for practical ways to include 

children as societal actors and make them change agents for science and society. 

The project participants spent a lot of time to understand what an MML project as the goal of 

the project was “changing thinking” by bringing together CSOs and higher education specialists. 

They discovered that they had many more similarities than differences and a collective shared 

agenda. Build trust between so many different partners took time but also provided strong 

added-value. 

Several initiatives started in the frame of the project continue to further develop like a network 

of now 14 students’ universities in Egypt…Additionally new projects are regularly generated by 

the former project partners. 

What did not work?   

The EU has difficulties to understand that knowledge is not generated only by universities 

(“cultural elitism”) that it is not only created by the scientific world but also outside these 

structures and that it should also be considered. Additionally people working with CSOs are in 

their large majority not academics. Therefore a change of the “system” is needed as the 

Commission should represent and use all the available “public” knowledge. 

Two project participants had to be changed during the course of the project. 

Could they become permanent set ups? Can we take it as example to SR set ups? 

http://www.siscatalyst.eu/
http://archive.siscatalyst.eu/
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19  

Project SiS Catalyst 

It was a unique project which stopped with the end of the funding. Interesting for other similar 

initiatives are the practical tools which have been developed within the project: a book was 

written describing 12 Responsible Research and Innovation tools to better incorporate the 

voices of children into the development of policies and practices. 

However the network of experts is maintained and other projects are now initiated… 

It should also be mentioned that an important partner of the SiS Catalyst project was the 

European Children’s University Network (EUCU.NET) which is a platform for members from 

universities, high education institutions and various other organizers of science with and for 

society programmes from over 40 countries… 

How influencing is this MML project to EU Agendas (in their fields)?  

Yes it has had an influence. For instance last year a specific call was issued towards young 

people. 

The idea that the values of children should be incorporated in the co-creation of knowledge is 

making progress…From around 2000 “Children’s University’s type activities” which consist in a 

variety of informal learning activities delivered by higher education institutions, CSOs and 

museums with children has been growing substantially, and have been supported at EU, 

national and institutional levels.  

 

Project  

20 

SYNENERGENE, Synthetic biology – Engaging with New and Emerging Science 

and Technology in Responsible Governance of the Science and Society 

Relationship  

Main 

Sources 

http://www.synenergene.eu/ 

Project website, email contact and interview on Feb. 18, 2016 with Mr.  

Christopher Coenen, the project coordinator and political scientist from the 

Institut für Technikfolgenabschätzung und Systemanalyse (ITAS) at the Karlsruhe 

Institute of Technology, Germany. The following text has also been reviewed by 

Mr. Coenen. 

How do they involve CSOs in their platforms, if they do? 

The large SYN-ENERGENE consortium encompasses a wide range of stakeholders and 

competencies (e.g. SynBio research, companies, civil society organizations, technology 

assessment, ethics), and seven members of ECSITE, the European network of science centers and 

museums. 

The activities in the project are structured by four thematic platforms, two cross-cutting core 

dimensions, several open fora and two additional work packages dealing with evaluation and 

management of the overall project. 

Several CSOs are full members of the project consortium and have allocated tasks in WPs: 

http://www.synenergene.eu/
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SYNENERGENE, Synthetic biology – Engaging with New and Emerging Science 

and Technology in Responsible Governance of the Science and Society 

Relationship  

Platform 2, for example, deals with Public Involvement and is led by a CSO, the European Network 

for Science Centers & Museums.  

 

Open Fora are an additional means of targeting specific stakeholder groups and players in 

research and innovation policies. The Civil Society Forum is mainly supported by the Canadian 

CSO ETC Group and connects non-governmental initiatives and organizations (other CSOs) with 

each other and with other stakeholders in order to stimulate the debate on synthetic biology. It 

is coordinated by the CSO What Next Forum. 

Significant project funding is also for including faith-based groups in the deliberation and for 

organizing and supporting activities concerning responsible research and innovation in the DIYBio 

community (“biohackers”). The project aims to include a wide variety of civil society 

representatives. 

Numerous public discussions, stakeholder workshops and other events are organized or 

supported by the project, and usually CSO representatives are invited to these events. 

What does (society/the project) achieve involving CSOs in their platforms? 

The consortium formed as an “in Society network” has devised an organizational structure which 

is tailored to the special needs of an MMLAP, combining vertical and horizontal elements and 

thereby guaranteeing that actions yield results that are fed into further actions in a process of 

continuous mutual learning. 

In the project the “art and science interface” with the public has been very successfully introduced 

as an innovative tool of education and dialogue with actors about Synthetic Biology. 

Moreover CSOs have been involved in a long list of activities and specific events. The objective 

was always to broaden the number of CSOs involved and to foster the discussions between them 

(various interests and agendas) and with other stakeholders. There have been learning effects in 

discussions among civil society representatives as well as in interactions with industry, policy 

makers and others. 

What did not work?   

The project is running until 30.06.2017. While it is not the objective of the project to create 

consensus among stakeholders or in the public, the project coordinator hopes that the project 

will come up with a list of action items endorsed by various stakeholders groups, also in order  to 

stimulate a continuation of activities after the completion of the project. Differing views 

concerning ethical questions, socio-economic issues and limited resources of stakeholders can 

however be obstacles to consensual action. 

A key difficulty of Responsible Research & Innovation activities at the EC is that the financial 

aspects are not adapted to the needs of very small enterprises and CSOs. It remains difficult for 

them to join as full partners such projects. 
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SYNENERGENE, Synthetic biology – Engaging with New and Emerging Science 

and Technology in Responsible Governance of the Science and Society 

Relationship  

Could they become permanent set ups? Can we take it as example to SR set ups? 

This project platform with four thematic platforms, two cross-cutting core dimensions, and 

several open fora offers a very efficient forum for discussing all aspects of new controversial 

technologies with the public and engage public society in research. The discussions will be fed 

into science, policy making and public engagement activities.   

A continuation of the platform activities after completion of the project is not definitely planned, 

but members of the project network, including CSOs from within and outside the consortium, 

show interest in setting up new projects together and to conduct activities which follow up on 

project work. 

How influencing is this MML project to EU Agendas (in their fields)?  

Besides currently being the main activity at EU level dealing with responsible research and 

innovation in synthetic biology, the project has, for example, also made contributions to the EC’s 

conceptual work on public engagement activities and on the bio economy. More impacts are 

expected from planned targeted activities in the course of the project and after the project’s 

completion. 

 
 The instrument of Mutual Mobilisation  
Mobilization and Mutual Learning Actions (MML) are a new type of engagement project funded by 

the European Commission under the 7th Framework Program Mobilization and Mutual Learning 

Action Plan (MMLAP).13 MMLs are intended to encourage an alternating dialogue between 

researchers and other stakeholders, like civil society organizations, creating opportunities for 

groups in the society to allocate relevant knowledge, and for scientists to draw closer to the 

concerns of citizens. MMLs are also meant to mobilize relevant actors and to facilitate and 

strengthen mutual learning processes. In this way experiences of different stakeholders can be 

pooled to better focus respective efforts on finding solutions that develop and use scientific and 

technological knowledge in the public interest.14  

There were 18 MMLs funded under SiS (Science in Society Program). The first MML, PERARES, was 

funded through the FP7-SCIENCE-IN-SOCIETY-2009-1 call and kicked off on 1st May 2010. These 

major projects average almost €4.5 million each in total costs, and have attracted an average of €3.9 

million each in EU funding. This compares to an average project size of €1.7 million and average EU 

funding of €1.3 million for non-MML SiS projects. The MMLs also involve much larger partnerships 

than typical SiS projects. According to the Ex-post evaluation of the SiS-program (2015), , MMLs 

involved on average 20 different partner organizations, as compared to an average of nine in non-

                                                      
13 See Mittelstadt, Brent et al. (2014): Good practice in evaluation, reflection and civil society engagement report, 
SATORI Deliverable D12.1.   
14 Ibid., 10. 
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MML SiS projects. The range of stakeholders is also broader than within a typical SiS project. The 

majority of the MMLs (n=13, 72%) fall within the Public Engagement theme. Four MMLs have been 

supported within the Governance/RRI theme (n=4, 17%) and one has been supported under the 

Ethics theme (n=1, 6%). Furthermore, it can be said that MMLs in general involved a greater 

proportion of organizations with very limited or no experience of the Framework Programs and 

moreover, non-researchers occupied a higher share of the project costs within MMLs and therefore 

had a deeper or more extensive involvement in the work than they did within non-MML projects. 

This was particularly the case for public bodies (PUB) and private commercial companies (PRC). 

Even though the purpose of MML is pretty unambiguous, it is difficult to measure the success of 

MML projects. Instructions in the MMLAP lack detail concerning how MMLs should operate, or 

which characteristics should be embodied in its engagement activities and outputs. MMLs are an 

evolving concept without clearly prescribed methods and activities, leading to confusion among 

MML consortia over what it means to ‘mobilize mutual learning’ or ‘engage citizens and civil society’, 

which in turn makes it so difficult to evaluate and reflect MML projects.15  

6.2.3. Principles of good practice in MML projects 

Against this background,  a report by the project ̀ Stakeholders Acting Together on the Ethical Impact 

Assessment of Research and Innovation – SATORI` elaborated a set of principles of good practice for 

carrying out evaluation and reflection in Mobilization and Mutual Learning projects. Based on a 

survey of academic literature as well as a review of project documents and interviews with 

coordinators, evaluators and other partners from existing MMLs, the researchers could identify 21 

principles of good practice, which are to be specified in designing a project-specific evaluation 

method responsive to the scope and needs of projects. It was the purpose of the authors to provide 

the groundwork for the creation of a common framework for monitoring and evaluating MMLs in 

the future.  

6.2.4. Suggestions for Criteria 16  

¶ Evaluative criteria should be specified according to the context of the particular MML, 

including potentially engaging the consortium to identify appropriate discipline-specific or 

task-specific criteria for particular activities and deliverables.  

¶ Evaluation should address the ‘generic’ qualities of participatory processes such as those 

areas of consensus in evaluation literature identified by Chilvers (2008). Evaluation should 

also address impacts and evidence which demonstrate that key MML activities and desired 

outcomes have been realised—mutual learning and the facilitation of collaboration and 

cooperation among stakeholders—using criteria and typologies such as those specified by 

Haywood & Besley (2013) and Walter et al. (2007). 

¶ The success of an MML should be ‘stakeholder oriented’, meaning that evaluative criteria 

should be linked to factors such as the reaction of stakeholders to engagement events, the 

                                                      
15 Ibid.  
16 Ibid., 79ff.  
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new connections established between engaged stakeholders for communication and 

collaboration, the effectiveness of training in building capacities, and the empowerment of 

underrepresented groups in MML and societal discourses.  

¶ Project management should be evaluated, meaning that objectives, milestones and 

deliverables are delivered on time and of acceptable quality according to how they are 

defined in the DoW.   

¶ The ability of the MML to get target stakeholder groups in attendance at engagement events 

may be used as an evaluative measure.   

6.2.5. Methodology Principles  

¶ In general, evaluation should aim at assisting  developing research activities during the life 

of the project (e.g. through feedback from evaluators to partners), improve the design of 

future related activities, assess project impact, and provide stakeholders with a better idea 

of the value of their participation by tracking influence on the process. MML evaluation 

should, at a minimum, seek to meet these three generic aims.  

¶ Evaluation should consider data beyond the deliverables, including stakeholders in 

assessing the quality of dialogue facilitated by the project wherever possible. This approach 

is necessary because fairness, competence and learning all have an implicit component of 

subjectivity, requiring the perspectives of participants (or ‘learners’) to be collected and 

assessed.  

¶ Despite methodological and epistemic difficulties, an explicit method for evaluating 

societal impact should be adopted or designed, with particular attention paid to evidence 

of mutual learning (e.g. changes in stakeholder perspectives, beliefs and actions).  

¶ The evaluation process should be conducted transparently for the benefit of the 

consortium, including identifying its scope (e.g. summative/formative, technical/holistic) 

and the position of the evaluator in relation to the consortium (e.g. internal, external, and 

independent) as early as possible. This approach will help reduce resistance to 

recommendations made by the evaluators. 

¶ The entire consortium should be involved in providing data for evaluation beyond writing 

deliverables (e.g. interviews, surveys, reflective meetings, etc. conducted with consortium 

partners). Broad engagement allows for assessment of mutual learning between project 

partners.  

¶ Initial templates or indicators of success created with consortium input should be created 

prior to the start of each research task, and potentially added to or revised according to 

challenges faced. This approach can ensure that discipline-specific perspectives inform the 

assessment of the success or quality of project activities while being responsive to the 

practical challenges of engagement. 

¶ A clear ‘endpoint’ should be specified at which point project impacts can start to be 
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identified and evaluated.  

¶ Evaluation should occur before, during and after the project to ensure all processes and 

impacts are evaluated to some degree.  

6.2.6. Mutual Learning Good Practices 

¶ Data collection and analysis methods conducive to evaluating learning or attitudinal change 

over time should be employed in evaluation, meaning explicit and implicit evidence of 

mutual learning should be sought in evaluation by asking project partners and participants 

to reflect on changes to their attitudes and behaviours caused by participating in the project 

and engaging with unfamiliar ideas and perspectives.   

¶ Mutual learning outcomes among project participants should be assessed, for example by 

monitoring changes in participant perspectives, beliefs and actions over time. Mutual 

learning conceived of as societal impact can also be evaluated according to the extent to 

which project outputs have reached and influenced them (NB: self-reported data).   

¶ In evaluating the quality of mutual learning that has occurred, the possibility of mutual 

learning without absolute consensus should be recognised.  

¶ A participatory approach to evaluation conducive to mutual learning between stakeholders 

and project partners should be used. The appropriate degree of stakeholder involvement, 

from designing to carrying out the evaluation and reporting on its findings, must be decided 

on a project-specific basis according to the willingness of the stakeholders and the expertise 

required to perform the evaluation. 

¶ A reflexive account of the conception of mutual learning adapted should be provided, 

including its theoretical basis (where appropriate), and criteria for evaluating mutual 

learning should be consistent with the theoretical approach taken. 

6.2.7. Reflection Principles   

¶ The evaluator transparently should report on perceived pressures and influence of project 

partners in the evaluation to identify, as far as possible, influence on the evaluation 

outcomes. 

¶ When conducting a formative evaluation, the evaluator should provide critical feedback and 

recommendations to the consortium to improve ongoing research activities. 

¶ The evaluator, coordinator and/or work package leaders should encourage partners to 

critically reflect on their progress and changes to attitudes and behaviours (e.g. implicit 

learning) through formal or informal methods such as interviews, project management 

meetings, or peer review of deliverables. 

The principles are intended to be broad enough to be relevant to MMLs across a variety of topic 
areas and disciplines, unified by MMLAP’s mission to encourage capacity building, communication, 
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collaboration and mutual learning among a variety of societal stakeholders with complementary 
experiences and knowledge.17 

6.2.8. Conclusions 

1. Regarding CSO involvement – this study has identified that, as far as CSOs is consider as a 

potential stakeholder in an MML project implementation, CSO’s involvement is facilitated 

through activities implementation and obtained results. 18 of the 20 analysed projects 

presented a factual consideration of CSO as potential and relevant stakeholder.   

Graphic 2 shows noteworthy that only 10% of the analysed MMLs projects consider Civil Society 

Organizations as active actors in the landscape of multi stakeholder’s involvement.  

 

 

Graphic 2 

 

Graphic 3 shows that 90% of the analysed projects, important to note that most of them identified 

CSOs theoretically as potential actors to be involved. Only 10% of the analysed MMLs project don’t 

consider Civil Society Organizations as potential actors to be involved in the landscape of multi 

stakeholders. 

 
                                                      
17 Ibid., 84.  
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Graphic 3 

 
2. Regarding how permanent they are – the study confirms that only 30% of the 20MML 

analysed project present significant signs of permanent set ups. We highlight that some 

permanent debates between research institutions and civil society organizations are 

ongoing after the end of the projects. As The PERARES project2. 

http://www.livingknowledge.org/projects/perares/ All of them maintain an online 

presence, but only 2 projects has active online presence (Places and Project R&DIALOGUE) 

via project websites. MML project implementation as Sea for Society (SFS) 

http://seaforsociety.eu/np4/home.html should contribute to the creation of a long-term 

platform. Also we can consider as permanent set ups that network of experts is maintained 

and other projects are now initiated as Project SiS Catalyst http://www.siscatalyst.eu & 

http://archive.siscatalyst.eu In most of them a continuation of the platform activities after 

the end of the project is not defined, but members of the project network, including CSOs 

from within and outside the consortium, present interest in setting up new projects together 

and to conduct activities which follow up on project work, this is the case of SYNENERGENE, 

Synthetic biology – Engaging with New and Emerging Science and Technology in 

Responsible Governance of the Science and Society Relationship 

http://www.synenergene.eu/. Mapping and CASI cover security related themes.  GAP2 has 

an interesting toolkit to support participation. While not permanent, there is some 

indication that they may continue after funding has end (perhaps through further project 

funding). 
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Graphic 4 

 

3. Regarding how influential MML analyzed projects are, the study finding show that 40% of 

MML projects are considered as influential in EU Agendas. In some cases as EJOLT is 

therefore only narrowly and indirectly related to EU security research 

www.ejolt.org/project/ In some cases the debates of the exchange platforms created 

through MML projects move ‘upstream’  into agenda settings but no reference has been 

found to determinate potential influence of projects like The PERARES project2  

http://www.livingknowledge.org/projects/perares/ they have implemented relevant multi-

stakeholders debated but recommendations and deliverables are not available in the web 

site as (Experiences and attitudes of Research Funding Organizations towards public 

engagement with research with and for civil society and its organizations (Report 2013); 

Organizing scenario workshops to develop partnerships between researchers and civil 

society organizations (Guide 2013). Even if available, no information related to Two-way 

process has been found.  10% of studied sample do not report enough information to 

determinate how influence projects are. Only one project of the 20 analyzed confirms that 

continuation of the platform activities after completion of the project even if not defined, 

members of the project network, including CSOs, shows interest in setting up new projects 

together and to conduct activities which follow up on project work. This is the case of 

SYNENERGENE, Synthetic biology – Engaging with New and Emerging Science and 

Technology in Responsible Governance of the Science and Society Relationship

 http://www.synenergene.eu/ The remaining MMLs are less relevant, as they have 

limited influence on EU security research. 

0% 20% 40% 60% 80%

no

yes

% of MML projects considered as 
permanent multistakeholders set up

http://www.ejolt.org/project/
http://www.livingknowledge.org/projects/perares/
http://www.livingknowledge.org/livingknowledge/wp-content/uploads/2014/01/WP8-Report-Europe-Final-14-January.pdf
http://www.livingknowledge.org/livingknowledge/wp-content/uploads/2014/01/WP8-Report-Europe-Final-14-January.pdf
http://www.livingknowledge.org/livingknowledge/wp-content/uploads/2014/01/D03-1-perares-244264_organizing-scenario-workshops.pdf
http://www.livingknowledge.org/livingknowledge/wp-content/uploads/2014/01/D03-1-perares-244264_organizing-scenario-workshops.pdf
http://www.synenergene.eu/


 

Version 0.7 Final version                |                   27th April 2016                   |                       Page 65 of 70 

SecurePART  |   608039 

D5.3. Recommendation on permanent institutional set-ups for CSO engagement in Security Research 

 

Graphic 5 

 
 
7. Global Study Recommendations 

In order to avoid create some kind of platform seduced by fancy functionality that civil society will 

never use we will fundament this recommendation in a simple principle of determining what we 

need to define a new platform.  

First, it is needed to establish a list of requirements although the circumstances that will vary, in 

this recommendation we would like to show some aspects that are particularly important. 

 

7.1. TOP 10 Aspects to be consider in the design of a EU Multi stakeholder Exchange Platform 

1. Core functionality – What this set up has been created for? The main mission and the 

principal aim of this set ups should be improve and facilitate the involvement of CSO in SR. 

This goal become a substantial difference between existing platforms and any suggested 

one since, there is no EU platform that meets this essential objective at the moment. 

2. Structure and Management System definition - Before recommending a new kind of set up, 

it is needed to define the structure of the platform (EU, national, regional and local level 

should be considered as one of the handicap found for engagement of local organizations 

is that the reference for participation at EU level is not represented in local set ups; 

3. Role definition according to stakeholder’s landscape in SR, as in precedent deliverables, 

this study emphasizes the relevance of considering the following definitions of roles of 

participation of different stakeholders in Security Research. Any new platform should take 

into account at least this categorization. 

4. European reference platform in Security Research, One of the aims of the platform will be 

focused on the European coverage, enforcing local, regional and national representations 

in EU level participation. 
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5. Selected fields of Security Research – the platform should consider, as a fact of 

specialization, the five selected fields in Secure Part Project as reference for CSO 

involvement. It is Important to note that these issues may be open to new fields. 

6. Help desk mission to CSOs - Multilingual to narrower audience support - exchange 

information platform will be available in different languages, interaction language will be 

predominated English but translation of relevant interactions will be considered into other 

EU languages in order to facilitate the involvement of local and national level to SR 

program. Help desk mission should be consider as a fundamental, since it is known that 

sophisticated setting of participation limits access to the CSO. 

7. Promotion of the set up - The use of virtual platforms is expanding the possibilities of 

connection stakeholders. Its extension can use to promote the creation of “communities of 

users” in which European programs and European institutions proposed share or 

collaborate on joint projects. 

8. Accessibility and usability to the set up – The existence of   virtual platforms as a resource 

to support requires CSOs has a permanent access to information technology. However, this 

aspect in the information society is absolutely essential.  

9. Search and users feedback - The use of technologies such as instant messaging, forums, 

videos, Chats ... in many cases, acts as an incentive for CSO participation. In short, it gives 

civil society closer to the language of the new generation format. 

10. Set up durability - The use of virtual platforms for things and increase in the effort and time 

to devote to this platform needs to be constantly updated. The dynamic and changing 

context favours the difficulty of maintaining the mission of any platform so this should be 

reviewed and updated to ensure the prevalence of the founding essence. 

 
8. Literature 

 
Set ups web sites 

¶ Civil Society Conflict Prevention Network (KATU)  http://www.katunet.fi/ 

¶ European First Responder Innovation Managers Platform (EFRIM) www.efrim.org 

¶ Food Climate Research Network www.fcrn.org.uk/ 

¶ Human Security Collective (HSC) www.hscollective.org/ 

¶ Polish Platform for Homeland Security (PPBW) www.ppbw.pl/en  

¶ CONCORD www.concordeurope.org ;            http://www.concordeurope.org/contact 

¶ EAST WEST INSTITUTE http://www.eastwest.ngo                                     

www.eastwest.ngo/people/staff    

¶ CIVIL SOCIETY EUROPE http://civilsocietyeurope.eu/what-we-do ;                          

http://www.katunet.fi/
http://www.efrim.org/
http://www.fcrn.org.uk/
http://www.hscollective.org/
http://www.ppbw.pl/en
http://www.concordeurope.org/
http://www.concordeurope.org/contact
http://www.eastwest.ngo/
http://www.eastwest.ngo/people/staff
http://civilsocietyeurope.eu/what-we-do
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http://civilsocietyeurope.eu/contact/ 

¶ REFIT www.ec.europa.eu/smart-regulation/refit/index_en.htm  

¶ CSISAC www.csisac.org         http://csisac.org/structure.php 

¶ STAVE http://www.pachelbel.eu/Default.aspx 

¶ Institute for Strategic Dialogue (ISD) http://www.strategicdialogue.org/about-

us/history/ 

¶ The Sciencewise Expert Resource Centre for Public Dialogue in Science and Innovation 

(Sciencewise) https://ec.europa.eu/research/swafs/pdf/pub_archive/mobilisation-

mutual-learning-work-programme-2012_en.pdf ; http://www.sciencewise-

erc.org.uk/cms/dialogue_topics/issues/11 ; 

http://www.sciencewiseerc.org.uk/cms/background/ 

¶ The international Living Knowledge Network (LK) http://www.livingknowledge.org/  

¶ European Peacebuilding Liaison Office (EPLO) www.eplo.org   

¶ Civil Society Forum on Drugs (CSF) 1 See Url: http://ec.europa.eu/dgs/home-

affairs/what-we-do/networks/civil-society-forum-drugs/index_en.htm 2 See Url: 

http://eur-lex.europa.eu/legal-

content/EN/TXT/?qid=1418917957799&uri=CELEX:52006DC0316; 

http://ec.europa.eu/dgs/home-affairs/what-we-

do/networks/european_migration_network/docs/emnwp2015-2016_en.pdf 

¶ Radicalization Awareness Network (RAN )http://ec.europa.eu/dgs/home-affairs/what-

we-do/networks/radicalisation_awareness_network/index_en.htm 

¶ European Migration Network (EMN) 1 See Url: http://ec.europa.eu/dgs/home-

affairs/what-we-do/networks/european_migration_network/index_en.htm  

¶ Critical Infrastructure Warning Information Network (CIWIN) : 

http://ec.europa.eu/dgs/home-affairs/what-we-

do/networks/critical_infrastructure_warning_information_network/index_en.htm 

¶ EU Civil Protection Forum http://ec.europa.eu/dgs/home-affairs/what-we-

do/networks/critical_infrastructure_warning_information_network/docs/ciwin_memb

ership_conditions_en.pdf ; http://ec.europa.eu/echo/partnerships/civil-protection-

partners/civil-protection-forum_en  

 

MMLs projects sources 

https://ec.europa.eu/research/swafs/pdf/pub_archive/mobilisation-mutual-learning-work-

programme-2012_en.pdf  

We are indebted to Dr. Philippe Galiay and to Mr. Antonio Scarafino from the European Commission 
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for providing us with useful information.  

¶ ASSET PROJECT - www.asset-scienceinsociety.eu/ 

¶ BeWater project www.bewaterproject.eu/project/timeline-bewater ; 

www.bewaterproject.eu/project; http://www.bewaterproject.eu/project/bewater-

network  

¶ CASI Public Participation in Developing a Common Framework for Assessment and 

Management of Sustainable Innovation www.casi2020.eu ; www.sustainnovation.eu 

¶ EJOLT The Environmental Justice Organizations, Liabilities and Trade 

www.ejolt.org/project/ 

¶ GAP2 http://gap2.eu/ 

¶ INPROFOOD PROJECT http://www.inprofood.eu/ 

¶ MAPPING (Managing Alternatives for Privacy, Property and Internet Governance) 

http://www.diplomacy.edu/capacity/mapping 

¶ MARLISCO - Marine Litter in Europe Seas: Social Awareness and CO-Responsibility 

http://www.marlisco.eu/  

¶ http://cordis.europa.eu/project/rcn/103611_en.html 

¶ NERRI - Neuro-Enhancement: Responsible Research and Innovation 

http://www.nerri.eu/eng/home.aspx; 

http://cordis.europa.eu/project/rcn/108652_en.html 

¶ PACITA - Parliaments and Civil Society in Technology Assessment - 

http://www.pacitaproject.eu/ ;http://cordis.europa.eu/result/rcn/140316_en.html 

¶ The PERARES project2 - http://www.livingknowledge.org/projects/perares/ Deliverables 

are not available in the web site (Experiences and attitudes of Research Funding 

Organizations towards public engagement with research with and for civil society and its 

organizations (Report 2013); Organizing scenario workshops to develop partnerships 

between researchers and civil society organizations (Guide 2013)   

¶ PLACES http://www.openplaces.eu/ 

¶ Project R&DIALOGUE  - http://www.rndialogue.eu ;  

o References and key deliverables: Project brochure presented at our final event on 18 

November 2015: http://rndialogue.eu/uploads/doc/RnDialogueBrochure.pdf  

o European Dialogue Report: 

http://rndialogue.eu/uploads/doc/European%20Dialogue%20Report.pdf  

o European Vision and Action plan: 

http://rndialogue.eu/uploads/doc/European%20Low-
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Carbon%20Vision%20and%20Action%20Plan.pdf 

o Additional information for has been elaborated by Project R&DIALOGUE  Gert-Jan van 

der Panne, MSc (Project coordinator) 

¶ ROBOLAW - http://www.robolaw.eu/ project website - Online presence continues no 

updated. The ROBOLAW project has concluded in May 2014. The website refers to 

download the document entitled 'd6.2 guidelines for regulating robotics' 

http://www.robolaw.eu/RoboLaw_files/documents/robolaw_d6.2_guidelinesregulatin

grobotics_20140922.pdf   

¶ SATORI - Stakeholders Acting Together On the ethical impact assessment of Research 

and Innovation http://satoriproject.eu/  

¶ http://cordis.europa.eu/project/rcn/111019_en.html 

¶ SEiSMiC - Societal Engagement in Science, Mutual Learning in Cities 

http://www.seismicproject.eu 

¶ Sea For Society (SFS)  http://seaforsociety.eu/np4/home.html 

¶ SIforAge consortium, Providing innovative solutions for an active and healthy ageing 

http://www.siforage.eu/ 

¶ SiS Catalyst http://www.siscatalyst.eu & http://archive.siscatalyst.eu 

¶ SYNENERGENE, Synthetic biology – Engaging with New and Emerging Science and 

Technology in Responsible Governance of the Science and Society Relationship -

http://www.synenergene.eu/ email contact and interview on Feb. 18, 2016 with Mr.  

Christopher Coenen, the project coordinator and political scientist from the Institut für 

Technikfolgenabschätzung und Systemanalyse (ITAS) at the Karlsruhe Institute of 

Technology, Germany.  

Other relevant sources 

¶ EDRi https://edri.org/contact/  

¶ IPG Malta University http://www.um.edu.mt/maks/ipg/Security-Science   

¶ AEGREE Group http://www.foodandagpolicy.org/content/initiatives   

¶ ALDA  http://www.alda-europe.eu/newSite/ 

¶ EUROPEAN YOUTH FORUM http://www.youthforum.org/ 

¶ World Scout Bureau European Regional Office - David McKee Regional Director - 

European Region 

¶ European Roma Information Office (ERIO) - Marta Pinto, Ph.D. Policy Officer 

¶ Program Development on behalf of Mladiinfo International - Ana Alibegova  

www.mladiinfo.net  

http://rndialogue.eu/uploads/doc/European%20Low-Carbon%20Vision%20and%20Action%20Plan.pdf
http://www.robolaw.eu/
http://www.robolaw.eu/RoboLaw_files/documents/robolaw_d6.2_guidelinesregulatingrobotics_20140922.pdf
http://www.robolaw.eu/RoboLaw_files/documents/robolaw_d6.2_guidelinesregulatingrobotics_20140922.pdf
http://satoriproject.eu/
http://cordis.europa.eu/project/rcn/111019_en.html
http://www.seismicproject.eu/
http://seaforsociety.eu/np4/home.html
http://www.siforage.eu/
http://www.siscatalyst.eu/
http://archive.siscatalyst.eu/
http://www.synenergene.eu/
https://edri.org/contact/
http://www.um.edu.mt/maks/ipg/Security-Science
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http://www.alda-europe.eu/newSite/
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¶ ENNA as partner of this project has provided Civil Society European relevant contacts  

¶ National Contact Points https://erc.europa.eu/national-contact-points 

 

 
9. Annex 1 

 
 
Questionnaire first periode reseach oriented to Set Ups 

1. Platform Structure operations (do they have a secretariat/ website/ offices? 

2. Main mission (according to their roll in EU SR) 

3. % of CSO members according to category (non-for-profit or hybrid status)  

4. Number of members and member profile according with our project definition (Researchers, 
CSOs, other stakeholders ….)  

5. Eligibility criteria used to accept new members (do that favors the involvement of CSO in SR? 
Does that eligibility criteria limit their involvement in SR? 

6. Background of the set ups in SR (considering years participating, numbers of interventions 
done) 

7. Active Participation in projects (Are they active in the current program or not? 

8. Geographical location (is that a relevant aspect to guarantee the involvement in SR? Should 
they have a strategically geographical location? Advantages and disadvantages of being 
virtual/ on line platforms, discussion groups/ fora...) according to the categories of this study. 

9. Members limited to the EU 28 countries? 

10. Funding and financial background. (Operations financed by members or public?) 

11. Scientific / Research capabilities and experience (in years and Technology Fields Selection  

12. Any profit activities of the platform? 

13. Platform rules and regulation established? (Charter established) 

14. Platform legally independent or connected to other organization?  

15. Platform truly European/international or national dominated? 

16. Membership overlapping with EU Pan European Networks for Practitioners 

 


