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Objectives

Workplan

Propose an action 
plan and define 

strategies to 
increase CSO

engagement in both 
co-shaping and 
implementing of 
security research

Explore institutional 
opportunities within 

the EU security 
research

regime in order to 
contribute to more 

inclusive, 
responsible and

legitimate 
governance of R&D

1 2 3 4
Promote 

collaboration links 
among CSOs and 

other stakeholders, 
i.e.

public security 
providers, 

technology 
developers, policy 

makers, and
researchers

Document the 
state-of-the-art of 
CSO participation in 

the European
security research

of the research process, ensure 
legitimacy and relevance of research 
outcomes, and mitigate negative 
impacts such as violations of ethical 
principles, fundamental rights, or 
privacy of the citizens. SecurePART 
directs its efforts toward four 
strategic objectives


